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UNITED STATES DISTRICT COURT S
EASTERN DISTRICT OF VIRGINIA
ALEXANDRIA DIVISION
: C i wmm FLh
COMCAST OF POTOMAG, LLC, : CIVIL ACTION NO. 1:05cv 942
Plaintiff, . Fom (5,
V. :

MELODY KHALATBAR]I,

Defendant.

PLAINTIFF’S BRIEF IN SUPPORT OF MOTION
FOR TEMPORARY RESTRAINING ORDER AND PRELIMINARY INJUNCTION

Plaintiff Comcast Cablevision of Potomac, LLC (“Comcast” or “the Company™)
seeks a temporary restraining order and preliminary injunction prohibiting Defendant Melody
Khalatbari (“Defendant” or “Ms. Khalatbari”), a former Comcast employee, from using or
disclosing confidential and trade secret information which she misappropriated from Comcast
shortly before announcing her resignation from the Company.

Ms. Khalatbari worked for Comcast as Public Affairs Manager in Montgomery
County, Maryland for almost three years. In this capacity, Ms. Khalatbari was given access to
sensitive trade secret and confidential information belonging to Comcast for the sole purpose of
performing her work-related dutics. On August 8, 2005, Ms. Khalatbari resigned from her
position at Comcast, announcing that she was going to begin working for Verizon
Communications (“Verizon”), a direct competitor of Comcast. Following Ms. Khalatbari’s
departure, Comcast discovered that, in the days immediately prior to her resignation,

Ms. Khalatbari had forwarded to her home email address over 75 documents belonging to



Comecast, including highly sensitive confidential customer lists containing customer name and

address information.

Comcast now seeks a temporary restraining order and preliminary injunction
ordering Ms. Khalatbari not to use or disclose this information, as well as any other confidential
or trade secret information belonging to Comcast which Ms. Khalatbari currently has in her
possession or control, and to return that information and all other Comcast property in her
possession.

STATEMENT OF THE CASE

By complaint filed August 16, 2005, Comcast sued Ms. Khalatbari, a former
Comcast employee responsible for public and government affairs in Montgomery County,
Maryland. The complaint states three counts: (1) breach of fiduciary duty of loyalty:
(2) misappropriation of trade secrets under the Virginia Uniform Trade Secret Act, Va. Code
Ann. § 59.1-336 (“VUTSA”); and (3) conversion.

Ms. Khalatbari has been duly served with the complaint, as well as Comcast’s
motion for temporary restraining order and preliminary injunction.

STATEMENT OF MATERIAL FACTS'

Comecast has submitted declarations and documentary evidence, and will present
evidence at the hearing for this motion, which demonstrates that: (1) Comcast reposed its trust in
Ms. Khalatbari by permitting her access to Comcast confidential and proprietary information;
(2) Comcast took reasonable steps to protect the confidentiality and security of such information;

and (3) while a Comcast employee, Ms. Khalatbari misappropriated such information by

The facts stated herein are a summary of the allegations of the Complaint and the
Declarations of Craig Snedeker, Lisa Altman and Thomas Jefferson, which have been
submitted by Comecast in support of this motion.



emailing voluminous documents to her home computer in anticipation and in preparation for her
resignation from Comcast and subsequent employment with Verizon, a direct competitor of
Comcast.
A.  The Parties

Comcast is a Delaware limited liability company with a principal place of
business in Maryland. (Compl. § 1). Comcast offers, among other products and services, cable
television, broadband internet and telephone service to both residential and commercial
customers, also known as “subscribers.” (Declaration of Craig Snedeker (“Snedeker Decl.™)
93).

As a cable operator, Comcast is regulated by the federal Cable Communications
Act of 1984 (“the Cable Act”), 47 U.S.C.A. §§ 501, e seq. (Compl. § 12): (Snedeker Decl.
f11). Section 551 of the Cable Act prohibits a cable operator from disclosing “personally
identifiable information concemning any subscl;riber” except under certain conditions. Section 551
also requires cable operators, such as Comcast, to “take such actions as are necessary to prevent
unauthorized access to such information by a person other than the subscriber or cable operator.”

Ms. Khalatbari is a citizen of the commonwealth of Virginia who was employed
by Comeast from January 2603 until her resignation on Monday, August 8, 2005. (Compl. § 2).
Ms. Khalatbari was employed by Comcast as a Manager of Public Affairs responsible for
Montgomery County, Maryland. (Snedeker Decl. § 5). Upon announcing her resignation from
Comcast, Ms. Khalatbari stated that she had accepted employment with Verizon where she
would be working in a similar capacity, as a Manager of External Affairs for Montgomery

County and Prince Georges County, Maryland. (Snedeker Decl. 121).



B. Ms. Khalatbari’s Employment With Comcast, Her Access To Comcast
Confidential Information, And The Steps Taken By Comcast To Protect
Such Information.

While at Comcast, Ms. Khalatbari held a position of responsibility, trust and
confidence and maintained a public profile in the local community on behalf of Comcast.
(Snedeker Decl. § 5). In her position, Ms. Khalatbari was responsible for developing and
implementing public affairs activities in Montgomery County, Maryland, including outreach to
community-based organizations, local schools and government offices. (Snedeker Decl. 4 6).
Together with other departments, such as Marketing and Sales, Advertising Sales, Commercial
Sales and Government Relations, Ms. Khalatbari was involved in generating positive media,
public recognition and market share for Comcast in Montgomery County, Maryland. (/d.).

Ms. Khalatbari, as a Comcast employee, had a duty to protect and not to misuse
the confidential information belonging to Comcast, including but not limited to, customer or
subscriber lists, customer contact information, customer billing information, marketing plans,
business plans, cable franchise information, corgact lists for government officials, community
groups, service interruption and outage reports, customer complaints, proposed rates and
proposed rate increases, outlines and work product prepared by Comcast personnel for internal
use, analysis and corporate strategy (“Comcast Confidential Information™). (Compl. § 8).
Ms. Khalatbari was given access to the Comcast Confidential Information selely for the purpose
of performing her Comcast duties, including her efforts to engage in community outreach and
respond to customer issues and government inquiries. (/d ).

Certain Comcast Confidential Information is stored as computer data and

computer files. (Snedeker Decl. § 18). Ms. Khalatbari was issued a Comcast laptop computer



and given access to computer data and files that constitute Comcast Confidential Information for
the sole purpose of facilitating her performance of services for Comcast. (/d. at § 19).

Comcast has implemented strict procedures to protect the confidentiality of its
business information, including information kept in computerized and non-computerized form.
(Snedeker Decl. § 13). These procedures are set forth in, among other places, the Comcast Code
of Ethics and Business Conduct (“Code of Ethics™), the Comcast Employese Handbook
(“Employee Handbook”), and the Comcast Information Security and Electronic Security
Guidelines. (/d).

The Employee Handbook provides, in relevant part:

Our Policy:

It is the responsibility of all Comcast employees to maintain the
confidentiality of information about Comeast, its customers and its
employees and to take precautions to protect against the
unauthorized disclosure of this information.

Comcast employees may learn or have access to sensitive
information concerning Comicast’s business. Employees may also
be entrusted with confidential information concerning customers
and/or co-workers such as name, address, phone number(s), billing
information and selection of services.

Confidential information includes, but is not limited to, the

following:
° Customer Information, including contracts
'y * %

. Business plans .

. Technological research and development
Trade secrets and other sensitive Company
Information

o Product documentation, marketing plans and pricing
information

. Financial and or budgetary information

* ¥ ¥
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Applies to:
All Comcasters
Details:

Employees must ensure that confidential documents are not left on
desktops during work hours if the desk is unattended or after work
hours. Care should also be taken to protect computer-based
information. For more information on how to protect electronic
data, please read the Electronic Security Policy.

Employees should take care in discussing confidential information
and should only do so as it is required to perform the duties of their
job.

For more information regarding the importance of confidentiality,

please read the Comcast Corporation Code of Ethics and Business
Conduct.

Employees should handle personal health information as described
above, in accordance with the Comcast Statement of Privacy.

Remedy:

Unauthorized disclosure or misuse of confidential information may
result in discipline, up 1o and including termination from
employment,

(Employee Handbook, attached as Exhibit A to Snedeker Decl.).

The Code of Ethics, in turn, includes the following specific provisions:

* “Employees, officers and directors have a duty of loyalty to the
Company. This means that employees, officers and directors
are prohibited from . . . using the Company’s property or
information . . . for personal gain.” (Code of Ethics, p. 6).

* “An employee, officer or director may leam or have access to
non-public information concerning the Company’s affairs or
may be entrusted with confidential information concerning
customers . . . while performing his or her duties. That trust,
and potentially criminal and other laws, are violated when
confidential information is disclosed. It is every employee,
officer and director’s responsibility to safeguard and preserve
the confidentiality of all Company information which is
acquired as a result of his or her employment or service with
the Company.” (Code of Ethics, p. 16).



¢ “All non-public information concerning the Company . . . is the
property of the Company and due care must be taken to
safeguard its confidentiality. Special care must be taken in
everyday matters such as protecting against unauthorized entry
to Company work areas, not leaving papers in conference
rooms or other open work areas, not leaving notes on
blackboards or white boards in conference rooms or offices,
not sharing passwords or card keys, and using caution in
discussing Company business in public places.” (Code of
Ethics, p. 16).

e “All records, files and documents containing confidential
information must be returned to the Company when
employment or service ends.” (Code of Ethics, p. 16).

e “As part of their duties. employees, officers and directors may
be granted access to transactional, {inancial or other personal
information of our customers. Customers impart this
information for the purpose of obtaining a service and expect
that its confidentiality will be maintained. Unless authorized
by a Senior Attorney, customer records should not be disclosed
to other employees, officers or directors of the Company unless
necessary for them to perform their duties or service, or to
anyone outside the Company.” (Code of Ethics, p. 17).

e “The Company holds customer privacy in the highest regard.
As a cable operator, the Company is subject to one of the
strictest federal privacy laws that applies to any industry.
Unauthorized collection, disclosure, use or_retention of
personally identifiable information about customers is
prohibited by law and this policy. The Company
communicates its privacy policies to customers through annual
notifications in compliance with applicable law.  All
employees should be aware of these privacy policies.” (Code
of Ethics, p. 17) (emphasis added).

(Code of Ethics, attached as Ex. B to Snedeker Decl.).
In addition to these policies, Comcast employees are instructed on Comcast’s
document retention and destruction policies. Sensitive or confidential documents are shredded

once their intended use is completed. Comcast facilities containing confidential information are



kei)t locked on a continuous basis. with access to the facility available to authorized Comcast
employees through a card key system.

Ms. Khalatbari was well aware of Comcast’s confidentiality policies. While
employed by Comcast, Ms. Khalatbari acknowledged in writing on several occasions her
obligation to maintain the confidentiality of all Comcast business information, including
Comcast Confidential Information. (Snedeker Decl. | 17; Ex. C to Snedeker Decl.).
Ms. Khalatbari further acknowledged that all non-public information concerning Comcast was
Comcast property and would be returned to Comcast upon termination of employment. (Id.).

As set forth above, all Comcast employees are also specifically instructed on the
importance of protecting and not disclosing to third parties personally-identifying information
for Comcast cable subscribers, except in strict compliance with the provisions of the Cable Act.
(Snedeker Decl. § 11).

C. Events Leading Up To Ms. Khalatbari’s Resignation And Ms. Khalatbari’s

Actions In Misappropriating Comcast’s Confidential And Trade Secret
Information.

On August 8, 2005, without prior notice, Ms. Khalatbari tendered her resignation
to Comcast. (Snedeker Decl. 4 20, 22).

On Friday, July 29, 2005, computerized files indicate that Ms. Khalatbari drafted
a resignation letter to Comcast and emailed it to herself (although she did not give a copy of the
letter to Comcast until 10 days letier, on August 8, 2005). Over the next several days, beginning

on Friday, July 29, 2005, at 10:38 a.m., and continuing through Friday, August 5, 2005, at

e ey

11:02 a.m., Ms. Khalatbari transferred from her work computer in excess of seventy-five
ﬁ

Comcast company documents to her home computer at her home email address. Among these

documents were highly sensitive and confidential lists of subscribers, including targeted lists of




hundreds of the best (highest revenue producing), highest profile, or most satisfied customers,
known as “Platinum,” “VIP” or “Happy Customer” Lists. She also emailed lists of subscribers
with complaints or service outage issues. These lists included personally identifiable
information, such as name, address, phonc number or other contact information. (See generally
Declaration of Lisa Altman (“Altman Decl.”)). In the hands of a Comcast competitor, these lists
would provide an extremely valuable roadmap for targeted solicitation of Comcast customers.
Moreover, because Ms, Khalatbari had a company-issued laptop computer, there would have
been no legitimate need or reason for Ms. Khalatbari to send such information to her home
computer — even if she planned to work on the information at a remote site. Indeed, if she
needed to work on information at home, she easily could have done so on her Comecast-issued
laptop computer.

Prior to announcing her resignation on Monday, August 8, 2005, Ms. Khalatbari
went into her office in the Comcast facility, apparently over the weekend when the facility was
closed, and cleared out her office of personal items. (Altman Decl. § 7). It is unknown at the
present time whether Ms. Khalatbari removed additional Comcast Confidential Information in a
hardcopy or other form.

Following her transfer of Comcast Confidential Information to her home
computer (and prior to announcing her resignation to Comcast), Ms. Khalatbari attempted to
delete evidence of her email transfers to her home computer. (Altman Decl. § 11). Upon
information and belief, Ms. Khalatbari wrongfully and intentionally took Comcast Confidential
Information, attempted to remove any evidence of her taking that information, and currently

e————

intends to use such information in her new position at Verizon.
——

sy



D. Ms. Khalatbari’s Resignation And Comcast’s Subsequent Discovery Of Her
Misappropriation of Comcast Confidential Information.

On the morning of Monday, August 8, 2005, Ms. Khalatbari met with
Mr. Snedeker and announced that she was resigning and that she would be joining one of
Comcast’s principal competitors, Verizon. (Snedeker Decl. 1] 7, 20). Mr. Snedeker was both
surprised and disappointed to learn that Ms. Khalatbari was planning to accept employment with
a direct competitor. (Snedeker Decl. § 22). Ms. Snedeker attempted, but was unsuccessful, in
persuading Ms. Khalatbari not to leave Comcast. (Snedeker Decl. § 23).

Comcast employees found that Ms. Khalatbari had already cleaned out her office
prior to announcing her resignation, apparently over the weekend and apparently in anticipation
that August 8, 2005 would be her last day of work. (Altman Decl. § 7). Ms. Khalatbari left the
office around lunch time on August 8th; that was her last day of work for Comcast. (Snedeker
Decl. § 23).

The next day, Ms. Khalatbari came in for an exit interview with Thomas
Jefferson, Regional Vice President for Human Resources. (Snedeker Decl. § 24); (Declaration of
Thomas Jefferson (“Jefferson Decl.”) 49 3-4). During the exit interview, Ms. Khalatbari also
returned her laptop and a 40-page document which Mr. Snedeker had specifically asked her
about, but she returned no other documents. (Snedeker Decl. § 24). During the exit interview,
Mr. Jefferson reminded her of her ethical obligations and the requirement that that she was not to
take, keep or use Company property or confidential information. (Jefferson Decl. § 5).
Ms. Khalatbari stated to Mr. Jefferson that she had not done so. (Jefferson Decl. § 6).

Subsequent to her exit interview, Mr. Snedeker asked Lisa Altman, the Regional
Manager of Communications for the Comcast Washington, D.C. metropolitan area, to assume

responsibility for some of Ms. Khalatbari's job duties on an interim basis. (Snedecker Decl. § 25)
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(Altman Decl. 1 8). Ms. Altman was given access to Ms. Khalatbari’s email account to assist in
carrying out this function. (Svedeker Decl. 7 26); (Altman Decl. § 8).

Later in the day of Tuesday, August 9, 2005, Ms. Aliman noticed a large number
of deleted email messages in Melody Khalatbari’s email account. (Altman Decl. 9 11).
Ms. Altman “recovered” the deleted messages and found that they were messages sent by
Ms. Khalatbari from her work computer to her personal or home email account, many of which
contained numerous attachments. (Altman Decl, 7 10-12).

Ms. Khalatbari had sent the emails to her personal email account between July 29
and August 5, 2005, (Altman Decl. § 11). Ms. Altman further investigated the deleted email
messages and realized that the attachments to the emails that Ms. Khalatbari had sent to her
personal email account were Comcast company records, including a number of sensitive, highly
confidential documents and numerous types of subscriber lists containing personally identifiable
information. (Altman Decl. ] 12).

The emails that Ms. Altman found included the following:?

° Friday, July 29, 2005, 10:38 a.m.: with attachment consisting of a 39 page

nationwide, alphabetical list of certain cable franchises identified by

Comcast as having some version of a “level playing field” clause.

) Friday, July 29, 2005, 3:43 p.m.. with attachment consisting of a
spreadsheet called “Final Programmiog List.”

. Monday, August 1, 2005, 1:15 p.m.: with attachment consisting of a draft
of a letter to Montgomery County entitled “Channel Change.”

. Monday, August 2005, 6:16 p.m.: with several attachments, including
agendas and contact lists for something called the “Comecast Advisory
Group.”

Due to the confidentiality and privacy concerns, the actual emails with all of the
attachments will either be submitted for in camera inspection and/or filed under seal
pursuant to E.D. Va. R. 5.

11



® Monday, August 1, 2005, 7:32 p.m.: with seven attachments entitled:

(1) Addresses for CLE email.

(i)  E-mails addresses 7-19-05.

(iii) A subscriber list entitled “Happy Customers.”

(iv)  Comcast of Montgomery Leadership Team Roster.
&%) Service Interruption backup.

(vi)  Gaithersburg Compliance Report.

(vil) VIPs 7-12-05

s Monday, August 1, 2005, 7:33 p.m.: with six attachments, including
highly proprietary subscriber lists and contact lists for VIPs. The
attachments were entitled:

i) Additions to VIP list.doc.
(1)  Delegalion Homes.XIs.
(1ii)  Outage 8.28.04.xls.

(iv)  Platinum subs 9.28.04.xls.

v VIP by Nodes.xls.
:v1) VIP Subs 10.29.08 x1s.?

e Wednesday, August 3, 2005, 3:01 p.m.: with twenty-five Excel and Word
attachments. Key among those twenty-five are attachments titled:
Correspondence Log.doc, County Complaint updates.doc, Customer
service provisions.doc, Overbuild questions.doc, Quirky Franchise

Requirements, Quirky Franchise Requirements 2, and Rate Increase
Chart.xls.

° Wednesday, August 3, 2005, 3:03 p.m.. with another twenty-one
attachments in Word and Adobe Acrobat format, all of which related to
dealings with local governmental officials.

. Wednesday, August 3, 2005, 3:05 p.m.: with fifteen more attachments, all
in Word format, consisting of various templates for letters, lists and
meeting outlines.

. Wednesday, August 3, 2005, 3:06 p.m.: with one letter from November
2003 attached concerning Comcast’s response to Hurricane Isabel.

® Friday, August 5, 2005, 11:02 a.m.: containing the text of a letter sent
August 18, 2003.

These attachments were mostly Excel spreadsheets. “Platinum” is a reference to
Comcast’s 300-500 highest paying customers in the area. “VIP” refers to a customer
who may be an elected official or public figure.

12
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(Aitman Decl. §13).

Ms. Altman immediately reported what she had discovered to other Comcast
managers locally, regionally and at the Atlantic Division level. (Altman Decl. § 14).

ARGUMENT

Unless immediate relief is granted, Comcast will be irreparably harmed. In
particular, Comcast’s ability to protect its confidential and trade secret information will be
severely damaged if Ms. Khalatbari is permitted to retain such information and to usc or disclose
such information on behalf of her intended employer, Verizon, or otherwise.

A. Legal Standards Applicable To Granting of Preliminary Injunction

Where, as here, a company faces the imminent loss of its trade secret and
confidential information, courts in this district have consistently recognized that preliminary
injunctive relief is an appropriate remedy. See, e.g., Datatel, Inc. v. Rose & Tuck. LLC, No. Civ.
A. 05-495, 2005 WL 1668020, at *8 (E.D. Va. Jun. 17, 2005) (“If Datatel’s trade secrets are
disclosed, divulged, or disseminated to third parties, Datatel would face a continual loss of its
intellectual property™; accordingly, “[t}he Court finds that the preliminary injunction is the only
remedy available to prevent future misappropriation of Datatel's trade secrets and loss of
confidentiality.”) (emphasis added).

When considering a motion for injunctive relief, courts in the Fourth Circuit apply
the “balance of hardships” test as set forth in Blackwelder Furniture Co. v. Seilig Mfg. Co., 550
F.2d 189 (4" Cir. 1977). Under the “balance of hardship test,” courts consider the following four
factors in “flexible interplay’:

(H the likelihood of irreparable harm to the plaintiff without the injunction;

(2) the likelihood of harm to the defendant with an injunction;

13



(3) the plaintiff’s likelihood of success on the merits; and

(4) the public interest.

See Merrill Lynch, Pierce Fenner & Smith, Inc. v. Bradley, 756 F.2d 1048, 1054 (4[h Cir. 1985)
{citing Blackwelder). 'I;he first two prongs are the most important. /d.

In Blackwelder, the Fourth Circuit ruled that the lower court had erred in denying
the plaintiff’s request for preliminary injunctive relief on the grounds that plaintiff had failed to
adequately show “likelihood of success™ on the merits. Blackwelder, 550 F.2d at 195. In
reversing the lower court, the Blackwelder court held that a plaintiff is not necessarily required to
establish “likelihood of success” in order to be entitled to preliminary injunctive relief; rather, if
there is “a decided imbalance of hardship” which favors the plaintiff, “then the likelihood-of-
success factor is displaced,” and the court should adopt a test which considers only whether the
plaintiff has raised serious issues on the merits which “make them fair ground for litigation and
thus for more deliberate investigation.” Id.; see also Merrill Lynch, 756 F.2d at 1054-55 (*If the
balance of hardship tips decidedly in plaintiff’s favor, the district court may grant a preliminary
injunction if it determines that the dispute presents a serious issue for litigation and that the
injunction will serve the public interest.”).

In reversing the lower court’s denial of preliminary relief on the facts before it,
the Blackwelder court held that, although the eventual outcome on the merits of the case was not
clear, because there was sufficient evidence to establish that the plaintiff had “not embarked on
frivolous litigation,” preliminary relief would be granted where the plaintiff could show “a need

for protection which outweighs any probable injury to [the defendant].” Blackwelder, 550 F.2d

at 195-96.
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These principles are applied below, and point inexorably to the issuance of a
preliminary injunction against Ms. Khalatbari’s use or disclosure of Comcast Confidential
Information.

B. Comcast Will Suffer Irreparable Harm If Preliminary Relief Is Not
Granted.

The harm to Comcast in the absence of a preliminary injunction in the instant case
will be both irreparable and immediate. Where, as here, the injunction is being sought to prevent
the threatened loss of customers, trade secrets, competitive advantages, and goodwill, courts
have found that “irreparable harm” is presumptively established and warrants preliminary relief.
See, e.g., Merrill Lynch, 756 F.2d at 1055 (upholding preliminary injunction preventing former
account executive from using firm’s records on the grounds that “Merrill Lynch faced
irreparable, noncompensable harm in the loss of its customers™); Multi-Channel TV Cable Co. v.
Charlottesville Quality Cable Oper. Co., 22 I.3d 546, 551-52 (4" Cir. 1994) (“when the failure
to grant preliminary relief creates the possibility of permanent loss of customers to a competitor
or the loss of goodwill, the irreparable injury prong is satisfied”).

In assessing this prong of the test, the Blackwelder court again made plain that the
test is a balanced and flexible one. Under Blackwelder, a plaintiff is not required to establish
significant or catastrophic irreparable harm to satisfy this prong; rather, the “more important
question is the relative quantum and quality of the plaintiff’s likely harm” when compared
against the defendant’s likely harm if an injunction is granted. Blackwelder, 550 F.2d at 196
(emphasis added). The Blackwelder court went on 1o hold on the facts before it that where the
plaintiff’s threatened harm involved lost profits from lost good will, such losses are difficult 1o
calculate and thus are sufficient to constitute “irreparable harm”; again, the court noted, the

threatened loss does not have to be “incalculably great . . ., just incalculable.” /d. at 197.



Here, Comcast has presented evidence that Ms. Khalatbari wrongfully removed
information and that such removal threatens to cause Comcast to lose trade secret and
confidential information to a competitor. The customer lists (including top-revenue producing
customers and customers with service issues) would provide a veritable road map to Verizon, or
other Comcast competitors, interested in targeting Comcast’s customer base. The potential harm
from the loss of trade secrets, loss of customers and loss of good will is incalculable. Moreover,
as indicated above, the misuse of Comcast’s confidential information may specifically present
issues under the Cable Act, which Ms. Khalatbari should be prohibited from violating. On these
facts (particularly when weighed against Defendant’s almost non-existent harm, as discussed
below), it is manifest that Comcast has established the “irreparable injury” prong entitling it to
preliminary injunctive relief.

C. Ms. Khalatbari Will Not Suffer Significant Harm If An Injunction Is
Granted.

The second Blackwelder factor is the likelihood of harm to the defendant if an
injunction is entered. In the instant case, there will be no cognizable harm (or, at least, no
cognizable, legitimate harm) to Ms. Khalatbari whatsoever if an injunction is entered. All that
Comecast seeks in the present Motion is to stop Ms, Khalatbari from using or disclosing
confidential information which she has unlawfully transferred and retained.* As Ms. Khalatbari
has no lawful or legitimate use for such information, it is difficult to fathom how a grant of
preliminary injunctive relief in the instant case would harm Ms. Khalatbari in any way.

Indeed, it is axiomatic that Ms. Khalatbari cannot claim equity on the grounds that

she will be harmed if she is not permitted to engage in a planned course wrongdoing. Cf Long v.

! Comcast has not sought through this motion to prevent Ms. Khalatbari from working or
earning a living; rather, Comcast only secks the return of its confidential and trade secret

information.
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Rolb'inson, 432 F.2d 977, 981 (4™ Cir. 1970) (“It would seem elementary that a party may not
claim equity in his own defaults.”).
Accordingly, it is beyond reasonable dispute that Comcast has established the
appropriateness of preliminary injunctive relie{ under this prong of the analysis.
D. Comcast Has Established Likelihood Of Success On Its Claims And/Or Has
Presented Sufficient Evidence To Raise *“Serious Issues” As To

Ms. Khalatbari’s Actions And To Establish That Its Claims Are Not
“Frivolous.”

As set forth above, Comcast has presented evidence that: (1) while still a
Comcast employee, Ms. Khalatbari misappropriated Comcast Confidential Information,
including customer information which Comcast has a specific obligation to keep confidential
under the Cable Act; (2) following the transfer of information, Ms. Khalatbari took steps to
remove evidence that she had taken such information; and (3) when specifically advised that she
could not retain Comcast information or materials during her exit interview, Ms. Khalatbari
falsely represented that she had not done so.

On these facts, as discussed in more detail below, Comcast has made a substantial
showing that it is likely to succeed on the merits of each of its claims, and has certainly
established (under the Blackwelder formulation) that it is not engaged in “frivolous litigation.”

1. Comcast Is Likely To Prevail On Its Claim For Misappropriation of
Trade Secrets.

Under the Virginia Uniform Trade Secrets Act (“VUTSA™),” a “trade secret” is

any “‘information, including but not limited to, a formula, pattern, compilation, program, device,

Comcast has asserted its claims under Virginia law. Applying “choice of law” principals
to tort claims such as these, Virginia courts have generally looked at the state where the
“wrong” occurred. See Datatel, Inc. v. Rose & Tuck, LLC, No. Civ. A. 05-495, 2005 WL
1668020, at *8 (E.D. Va. Jun. 17, 2005) (choice of law in trade secret misappropriation
case is state where the “wrong” occurred, not where damage is suffered). Here,

17



method, technique, or process,” that “derives independent economic value from not being
generally known™ and that “has been subject to reasonable efforts to maintain its secrecy.” See
VA. Code Ann. § 59.1-336 (2001). VUTSA also specifically provides that “[aJctual or
threatened misappropriation may be enjoined.” VA. Code Ann. § 59.1-337.°

In Dionne v. Southeast Foam Converting & Pkg., Inc., 397 S.E.2d 110, 112 (Va.
1990), the Virginia Supreme Court made plain that “secrecy,” rather than “novelty” is the
hallmark of a “trade secret” which is entitled to protection under the law. Moreover, secrecy
need not be absolute in order to establish or retain trade secret status; the owner of the trade
secret may disclose it to others so long as the disclosure is made “in confidence, express or
implied.” Jd. These general principles apply to a variety of confidential and proprietary business
information, such as that involved in the instant case.

In particular, Virginia courts have long recognized that a customer list may
constitute a “compilation” that is entitled to “trade secret” protection. See, e.g., Physicians
Interactive v. Lathian Sys., Inc., 2003 WL 23018270, at *8 (E.D. Va. Dec. 5, 2003) (applying

Virginia law; granting injunction where defendants’ misappropriated confidential customer lists

Ms. Khalatburi is a Virginia resident who wotked for Comecast in Maryland. The
“wrong” occurred when Ms. Khalatburi transferred such information to her home
computer in Virginia (and in any actions she may have taken with respect to that
information since she moved it there). While Comcast has brought this action under
Virginia law, it will also provide citations to Maryland law, where appropriate.

¢ See also Bond v. Polycycle, Inc., 732 A.2d 970, 973 (Md. App. 1999) (applying Maryland
law) (entering injunction against former executive for misappropriating trade secrets
under Maryland Uniform Trade Secrets Act (“MUTSA™); noting that, under MUTSA,
trade secrets included such things as a “formula, pattern, compilation, program, device,
method, technique, or process” that “[d]erives independent economic value, actual or
potential, from not being generally known” and “fi]s the subject of efforts that are
reasonable under the circumstances to maintain its secrecy.”) (citing Md. Commercial
Law § 11-1201). Under MUTSA, an actual or threatened misappropriation of a trade
secret also may be enjoined. Md. Commercial Law § 11-1202.
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and computer sofiware code, noting that “[nJumerous courts have held that customer lists and
customer information are classic examples of trade secrets.”) (emphasis added),

Here, the Comcast Coufidential Information, including the customer list
information, plainly constitutes protectable trade secret information. Such information has
economic value in not being known by competitors and has been subject to reasonable security
measures to protect its confidentiality. Indeed, in the case of the customer list information,
Comecast is specifically required by law to keep such information confidential.

Under VUTSA, in addition to establishing that the information is a “trade secret,”
the plaintiff also must establish that the trade secret has been “misappropriated” — “meaning that
the person knows or has reason to know that the information was acquired by improper means.”
ld at *8 (cmphasis added). “Improper means,” for these purposes, may include actions
tantamount to “theft” or “misrepresentation.” I,

Here, Ms. Khalatbari used “improper means” to transfer and retain the Comcast
Confidential Information. She sent the information to her home computer in preparation for her
departure from Comcast and in preparation for beginning to work for Verizon. This action was
not authorized by Comcast, not done on behalf of Comcast and was in violation of Comcast’s
Code of Ethics and Employee Handbook. Upon resigning, she further misrepresented to
Comcast’s Fluman Resources Director that she was not keeping any Comcast documents or
information. On these facts, Comcast has established a likelihood of success (or at least that

“serious issues™ exist) on its misapproptiation of trade secrets claim.’

Under Maryland trade secret law, courts also have found “improper means” in similar
circumstances, such as where an executive (who had authorized access to the trade secret
information for purposes of performing work), “on the evening prior to resigning, ‘took
all of the work product that he had done in the preceding two years . . . , placed it on a
floppy disc, {and] then erased it from the company computers.”” Bond v. PolyCycle, 732
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2, Comcast Is Likely To Prevail On Its Claim For Breach of Fiduciary
Duty of Loyalty.

Virginia courts have long recognized that “under the common law, an employee-
at-will owes a fiduciary duty of loyalty to his employer during his employment.” See H.E.R.C.
Products, Inc. v. Turlington, 62 Va. Cir. 489, 2003 WL 23162378, at *2 (Va. Cir. Ct. Sep. 17,
2003). Thus, while an employee has a right to arrange to compete against his or her employer
following a planned termination of employment, that right is limited in the interests of fairness
and integrity in the employer-cmployee relationship. Jd. In this vein, “[t]here arc certain
employee acts that will not be tolerated by the common law in an employment relationship, -. . .
including misappropriating trade secrets and misusing confidential information.” Id?

Moreover, “[e]ven after termination of an agency or employment relationship, the
agent ‘has a duty to the principal not to use or disclose to third persons, on his own account or on
the account of others, in competition with the principal or to his injury, trade secrets, written lists
of names, or other similar confidential matters given to him only for the principal’s use.” See
International Paper Company v. Gilliam, 63 Va. Cir. 485, 2003 WL 23573613 (Va. Cir. Ct. Dec.
23, 2003); compare Peace v. Conway, 246 Va. 278, 282 (Va. 1993) (holding that defendants had

not breached their fiduciary duty where they resigned and competed in soliciting former clients

A.2d 970, 976-77 (Md. App. 1999); see also LeJeune v. Coin Acceptors, Inc., 849 A.2d
451, 466 (Md. Ct. of App. 2004) (under Maryland law) (“[plaintiff] did not give Leleune
permission to transfer trade secrets from the company laptop to a CD” and thus such a
transfer would be considered “improper means”; noting that after LeJeune transferred the
files to the CD, he erased them from his laptop; this suggested “that Leleune was
attempting to hide his conduct and was aware that transferring the files was improper.”).

While Virginia courts have held that VUTSA preempts common law claims arising
specifically from misappropriation of trade secrets, to the extent the “trade secret” status
of the underlying information is either undetermined or in dispute, the courts have held
that common law claims (such as claims for breach of fiduciary duty of loyalty or
conversion) may be maintained. Gilliam, 2003 WL 23573613, ar *5.



whom they knew by memory; “[w]e reiterate that Peace and Dickens did not take any documents
or utilize any property that belonged to [plaintiff] when contacting his customers”).

Notably, the fiduciary obligations owed by an employee apply not just to “trade
secret” information, but to “confidential” information as well. In Bull v. Logetronics, Inc., 323
F. Supp. 115, 132-33 (E.D. Va. 1971), the court held that:

An employee owes a fiduciary duty with respect to the information

which comes to him in the course of his employment. He must

exercise the utmost good faith, loyalty and honesty towards his

employer whether coupled with an interest or not, and whether the

compensation is small or large. The duty to be faithful does not

cease when the employment ends. He has a duty nort to reveal

confidential information obtained through his employment, and not

to use such confidential information afier he has left his

employment.
Id. at 132-33 (emphasis added). Even absent a non-competition agreement, the Bull court held,
an employee may not “use ‘confidential information or trade secrets obtained from the former
employer, appropriating, in effect, to his competitive advantage what rightfully belongs to his
employer.” Id at 133. In Bull, the Court ordered the defendant to return all company documents
and enjoined Bull “from making use of any of such documents or information learned
therefrom.” Id. °

On the facts here, Comcast has established a likelihood of success in showing that

Ms. Khalatbari breached her fiduciary duty of loyalty when she transferred confidential Comcast

Confidential Information (including information that may or may not rise to the level of trade

) See also, Hale Trucks of Maryland, LLC v. Volvo Trucks North America, Inc., 224 F.
Supp.2d. 1010, 1023 (D. Md. 2002) (applying Maryland law) (while an employee may
prepare to compete against his or her employer, “the privilege to prepare to compete is
lost . . . when the employee commits a ‘fraudulent, unfair, or wrongful act in the course
of preparing to compete in the future”; “[e]xamples of misconduct which will defeat the
privilege are: misappropriation of trade secrets; misuses of confidential information;
solicitation of employer’s customers prior to cessation of employment™).
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secret information) to her home computer in preparation for beginning work for a competitor,
and then attempted to delete evidence of the transfer. Such actions are unlawful and plainly
violated her common law “privilege” to prepare to compete.

3. Comecast Is Likely To Prevail On Its Claim Of Conversion.

Under Virginia law, “conversion” is established where there is “’any wrongful
exercise or assumption of authority . . . over another’s goods, depriving him of their possession
[and any] act of dominion wrongfully exerted over property in denial of the owner’s right, or
inconsistent with it.”” International Paper Company v. Gilliam, 63 Va. Cir. 485, 2003 WL
23573613, at *4 (Va. Cir. Ct. Dec. 23, 2003).

As with a claim for breach of fiduciary duty of loyalty, a claim for conversion will
lie if all or some of the information which has been wrongfully appropriated does not rise to the
level of “trade secret” status. Jd. (“VUTSA does not preempt alternative tort recovery unless it is
clear that the price list falls within the confines of the Act.”).

Here, as set forth above, the facts establish that Ms. Khalatbari has wrongfully
converted Comcast Confidential Information and other Company property in a manner which is
inconsistent with Comecast’s right to own and maintain the confidentiality of such information.

E. The Public Interest Favors Granting Comcast’s Request For Preliminary
Injunctive Relief.

The final Blackwelder factor to be considered in the instant motion is the “public
interest.” In Blackwelder, the Fourth Circuit held that, in evaluating motions for preliminary
relief, the “public interest” favors preserving the status quo ante litem “until the merits of a
serious controversy can be fully considered by the court.” Blackwelder, 550 F.2d at 197. The
Blackwelder court noted that this is especially true where the claims are brought under a statute

that specifically provides for interlocutory relief. /d.



Here, entry of the requested preliminary injunction will not violate the public
interest. To the contrary, entry of the requested preliminary injunction will protect the privacy
and confidentiality of Comcast customers’ personal information. Their privacy rights are
threatened to be compromised by Ms. Khalatbari’s wrongdoing. The public policy favoring
protection of such information is specifically set forth in the provisions of the Cable Act, wherein
the United States Congress expressed a strong concern about unlawful use or disclosure of cable
customer information.

The public policy supporting the enjoining of such action is also set forth in
VUTSA, which specifically includes a provision permitting an ‘“actual or threatened”
misappropriation of trade secrets to be enjoined. See Dionne v. Southeast Foam Converting &
Pkg.. Inc.,397 S.E.2d 110, 114 (1990) (Virginia public policy stated in VUTSA).

Moreover, in cases such as this, the ultimate remedy for an employer who
successfully establishes that a former employee has misappropriated its confidential information
and trade secrets is entry of a permanent injunction. See Bull v. Logetronics, Inc., 323 F. Supp.
115, 132-33 (E.D. Va. 1971). Thus, to adequately preserve that remedy before trial, the court
should appropriately enjoin the former employee’s use of the contested trade secret. Indeed, if
Comcast’s trade secrets are lost at this stage in the litigation, they cannot be recovered later, after
the trial on the merits.

The relief requested - the return of the confidential information and an order
enjoining Ms. Khalatbari’s use or disclosure of such information - is nothing more than what
Ms. Khalatbari agreed to when she became a Comcast employee.

Accordingly, the public interest favors the entry of the preliminary injunction now

requested.



CONCLUSION
For the reasons set forth above, the Court should enter a temporary restraining
order and a preliminary injunction prohibiting Defendant from using Comcast Confidential
Information, including the information that she emailed to her home account in the time period
between July 29, 2005 and August 5, 2005, and returning all company property in her
possession, pending the trial on the merits.

Respectfully submitted,

é'g C. Railly (VSB #20942)

Kathleen J. L.. Holmes (VSB #35219)

RICHARD McGETTIGAN REILLY
& WEST, P.C.

1725 Duke Street, Suite 600

Alexandria, Virginia 22314

(703) 549-5353

-and —-

Michael K. Coran

Lynn A. Collins

KLEHR, HARRISON, HARVEY,
BRANZBURG & ELLERS LLP

260 S. Broad Street, 4" Floor

Philadelphia, PA 19102

(215) 568-6060
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UNITED STATES DISTRICT COURT
EASTERN DISTRICT OF VIRGINIA
ALEXANDRIA DIVISION

COMCAST OF POTOMAC, LLC, CIVIL ACTION NO.
Plaintiff, |
V.
MELODY KHALATBARI,

Defendant.

DECLARATION OF THOMAS JEFFERSON
PURSUANT TO 28 U.S.C. §1746

I, Thomas Jefferson, declare, under penalty of perjury, as foliows:

1. I submit this declaration in support of the motion of Comcast of Potomac, LLC
(“Comcast”) in this matter for a temporary restraining order and a preliminary injunction.

2. I base this declaration on personal knowledge and information.

3. [ am the Regional Vice President for Human Resources for Comcast in the

Washington, D.C. metropolitan area.

4, On Tuesday morning, August 9, 2005, I conducted a routine exit interview with
Melody Khalatbari.
5. In the course of the interview | reminded Ms. Khalatbari that she was nol

permitted to take, keep or use company property or confidential information.
6. Ms. Khalatbari stated that she had taken no such material from Comcast.
[ declare under penalty of perjury that the forgoing is true and correct.

L7 —
August 15,2005 : D

Thomas Jefferson C

PHIL1 636134-1



UNITED STATES DISTRICT COURT
EASTERN DISTRICT OF VIRGINIA

ALEXANDRIA DIVISION
COMCAST OF POTOMAC, LLC, CIVIL ACTION NO.
Plaintiff, :
V.
MELODY KHALATBARI,
Defendant.

DECLARATION OF CRAIG SNEDEKER
PURSUANT TO 28 U.S.C. §1746

[, Craig Snedeker, declare under penalty of perjury, as follows:

1. I submit this declaration in support of the motion of Comcast of Potomac, LLC
(“Comcast”) in this matter for a temporary restraining order and for a preliminary injunction.

Background

2. I base this declaration on personal knowledge and information.

3. I am the Area Vice President and General Manager for Comcast responsible for
the operations of the Comcast cable system in Montgomery County, Maryland. I have been in
this position for two years and I have been employed by Comcast for ten years. Comcast
delivers cable television, broadband internet and telephone services to residential and
commercial customers who are also known as “subscribers.”

4. I know Melody Khalatbari. Iwas her direct supervisor from March 2005 until she
resigned from Comcast on August 8, 2005. Prior to March 2005, Melody Khalatbari reported to

Ellen Bogage who in turn reported to me.

PHIL!1 636132-1



5. Melody Khalatbari held the position of Public Affairs Manager for Comcast in
Montgomery County, Maryland. This is a position of substantial responsibility and it involves a
fair amount of public exposure. Comcast placed its trust and confidence in Ms. Khalatbari to
carry out her duties and responsibilities professionally and in accordance with company policy
and any applicable laws, rules and regulations.

6. Ms. Khalatbari’s position covered all of Montgomery County, Maryland. She
was responsible for developing and implementing public affairs activities with community-based
organizations, local schools and government offices. Together with other departments, such as
Marketing and Sales, Commercial Sales, Advertising Sales and Government Relations,
Ms. Khalatbari was involved in generating positive media, public recognition and market share
for Comcast in Montgomery County, Maryland.

7. One of Comecast’s principal competitors in Montgomery County, Maryland is
Venzon Communications (“Verizon”).

Comcast Confidential Information

8. In the course of its business Comcast creates and uses confidential information
including customer information, employee information, business plans, technological research
and devclopment, product documentation, marketing plans, pricing, financial and budgetary
information.

9. In the course of her employment with Comcast Ms. Khalatbari had access and
was authorized to have access to Comcast confidential information that included: various types
of subscriber lists; marketing and business plans; information about the Montgomery County and
other Comcast cable franchises;' specially-created contact lists for government officials and

community groups; service interruption, outage and customer complaint reports; proposed rates

! Franchises typically are granted by local government.

2
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and proposed rate increases and outlines and company work product prepared by Comcast
personnel for internal use, analysis and corporate strategy.

10. Melody Khalatbari was given authorized access to Comcast’s confidential
information in the ordinary course of business and only to perform the job duties associated with
her assigned position with Comcast.

11.  In addition, because Comcast is a cable operator we are required by federal law to
protect the privacy of all personally identifiable subscriber information. Comecast trains its
employees and impresses upon them the importance of protecting the privacy of all personally
identifiable subscriber information.

12.  While she was employed by Comcast, Melody Khalatbari had authorized access
to personally identifiable subscriber information but only to perform her job duties for Comcast.

13.  Comcast maintains strict procedures to protect the confidentiality of its business
information and the privacy of personally identifiable subscriber information. These policies and
procedures are set forth in, among other places, the Comcast Code of Ethics and Business
Conduct, the Comcast Employee Handbook and the Comcast Information and Electronic
Subscriber Guidelines.

14. A copy of the most recent statement of company policy, taken from the Comcast
Employee Handbook, is attached as Exhibit “A.” That policy provides, in relevant part:

Our Policy:

It is the responsibility of all Comcast employees to maintain the
confidentiality of information about Comcast, its customers and its
employees and to take precautions to protect against the
unauthorized disclosure of this information.

Comcast employees may learn or have access to sensitive

information concerning Comcast’s business. Employees may also
be entrusted with confidential information concerning customers

PHILY 636132-1
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and/or co-workers such as name, address, phone number(s), billing
information and selection of services.

Confidential information includes, but is not limited to, the
following:

o Customer Information, including contracts

o Employee information, including personal health or
medical information including, but not limited to,
physical or mental health condition of the employee

° Social Security numbers

. Business plans

L Technological research and development

. Trade secrets and other sensitive Company
Information

. Product documentation, marketing plans and pricing
information

. Financial and or budgetary information

o Patents, copyrights, trademarks, service marks and
trade names

° Any documents that contain markings such as
“Restricted,” “Proprietary,” “Confidential,” “Not
To Be Distributed,” or similar indications of
confidentiality.

Applies to;

All Comcasters
Details:

Employees must ensure that confidential documents are not left on
desktops during work hours if the desk is unattended or after work
hours. Care should also be taken to protect computer-based
information. For more information on how to protect electronic
data, please read the Electronic Security Policy.

Employees should take care in discussing confidential information
and should only do so as it is required to perform the duties of their
job.

For more information regarding the importance of confidentiality,

please read the Comcast Corporation Code of Ethics and Business
Conduct.

Employees should handle personal health information as described
above, in accordance with the Comcast Statement of Privacy.
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Remedy:

Unauthorized disclosure or misuse of confidential information may
result in discipline, up to and including termination from
employment.

15. A complete copy of the Comcast Corporate Code of Ethics and Business Conduct
is attached as Exhibit “B.” In Section XII.D., Comcast re-emphasizes that customer information
“should be accorded the same level of confidentiality as any other confidential information.”

16. The Code of Ethics and Business Conduct further recites that all non-public
information conceming the company is company property (Section XILA.) and that every
employee owes the company a duty of loyalty. Section VII of the code provides as follows:

Employees, officers and directors have a duty of loyalty to the
Company. This duty means that employees, officers and directors
are prohibited from: (i) taking for himself or herself business
opportunities that are within the scope of the Company’s activities
or planned activities; (ii) using the Company’s property or
information, or his or her position, for personal gain; or (iii)
competing with the Company. Competing with the Company may
involve engaging in the same line of business as the Company, or
any other situation where the employee, officer or director is
involved in an activity that takes away from the Company’s
opportunities for sales or purchases of products, services or
interests.

In addition, every employee is expected to devote his or her best
efforts to the Company’s interests during his or hours of
employment.

17. While employed by Comcast, Melody Khalatbari acknowledged in writing her
duty to comply with Comcast policies concerning confidentiality, customer privacy, loyalty and
business ethics and professionalism. Copies of those signed acknowledgements are attached
collectively as Exhibit “C.”

18.  Comcast confidential information often is stored on our computer systems.

PHIL1636132-1



19.  Melody Khalatbari was given a laptop computer for use in her job at Comcast.
She further was permitted access via computer to confidential information belonging to Comcast
for the purpose of performing her job. Among other things, in her capacity as Public Affairs
Manager Melody Khalatbari had authorized access to various versions of subscriber lists
containing confidential information and personally identifiable subscriber information.

Resignation

20. On Monday moming, August 8, 2005, Melody Khalatbari came to sce me. She
handed me a resignation letter. She told me that she had accepted a position with one of our
principal competitors, Verizon, as head of external affairs for Montgomery and Prince Georges
County, Maryland.

21.  Based upon my experience in the industry I am aware that the new position at
Verizon will entail the same or substantially similar duties to the position that Melody Khalatbari
held here at Comcast.

22.  Comcast had no prior notice or warning that Melody Khalatbari planned to leave
and go to work for a competitor.

23.  We attempted but were unsuccessful in persuading Melody not to leave. She left
the office around lunch time on August 8”, That was her last day of work for Comcast.

24.  Since the regional vice president of human resources was not available that day he
requested that Melody Khalatbari return to the office the next morning, Tuesday, August 9, 2005,
for a standard exit interview. I also asked Melody Khalatbari to return her laptop and a company
document that I had given to her for a work assignment.

25.  As a result of Melody Khalatbari’s resignation Comcast created a team of people

to take over her job duties on an interim basis. One of the persons assigned to that team was Lisa
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Altman, Regional Manager of Communications for Comcast’s Washington, D.C. metropolitan
region.

26. 1 gave Lisa Altman authorized access to Melody Khalatbari’s employee email
account to assist in carrying out this function.

Discovery of Misappropriation of

Confidential Information and Company Property
27. Late in the day on Tuesday, August 9, 2005, Ms. Altman reported to me that in

the course of searching for materials in Melody Khalatbari’s email box she had found several
emails, each with numerous attachments, that Melody Khalatbari had sent from her work
computer to her personal computer in the days immediately preceding her resignation. The
emails attachments were all company property and many of the attachments consisted of highly
sensitive, confidential subscriber lists, including lists of hundreds of Comecast’s top customers
and “VIP” customers.

28.  Melody Khalatbari’s actions violate Comcast policies concerning confidentiality,
theft of company property, and employee loyalty, among others.

1 declare under penalty of perjury that the forgoing is true and correct.

August 15, 2005 /},‘/’—\

CraYf Snedeker
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Employee Handbook

(ffly Confidentislity

Our Pollcy:

1t is the responsibility of all Gomcast employees tb mainiain the confidentiallty of intormation abott Comeast. fis CUsomers
and Its employees and to ake precautions te protect apsingt the uneisthorized disclosure of this Information.

Gomeast empioyees mzy leam o have utowss (o swissilive information concemning Comcast's business. Empleyses may
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Emplayee information, Including personal heakth ot medical informatinn innluding, bit aot Emitad fo, physical or
smonta’ hoalth condition of the employes
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Technolagical research and development

Trede secrets 214 other sensitve Company information
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Financial and of budgetary hfnrma‘bn

Patants. copyrichis. tradenvarks. senvice marks and trade names
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similar Indications of confidardialty
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Applies to:
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nAcy,

Remedy:
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COMCAST CURPORATION
CODE OF ETHICS AND BUSINESS CONDUCT
Sepresiher 2004
Dcer Comensters,

Comcsst's good name znd iis vulstanding roputation for honesty and integrity are
valuab.c corporatc asscts nurtured by the Company dmoughout its history. Comeast has
always followsd spprapriate stendards of conduct not just to remein accountsble v
legitimate public scrutiny but to fuster vw own scif-respect. For many years we have
expressed these standards in our Cods of Bthics and Business Conduct.

While we have always bad the strongest commitment (o elhival behavior and appropriate
conduct, it §s imporiant, as Comcsst cxpands fts busincases nnd incresses its numbers of
omployses, subscribers, suppliers and shareholders, tn perindically review znd updace the
principles that will continue to guide us.

Among the most imporiant revisions in the Code is providing that supervisars (while they
may be consulted), do not have the authordy to gpprove potential confilce of Tnterest
transacrions, or the offer or accepwnce of substantial business courtesies. We have also
fur the first time provided a quantitative guideling as to whar constitutes a substmntinl
business cowrtesy - in most circumstances you may offer or accept a business courtesy
withnut prior approval, provided its market vaiue does nol eaceed $250 (ncluding when
added 1o the murket value of other business courtesies offerod to the sama customer o7
recatved from the same supplier, in the same ralendar year).

No code or policy van spell vut the appropriate behevior for cvery sitnation. Should you
have 2ny questions about the Cods or its interpretation in a particular farimial setting, you
shonld seek guidance in the manner descnibed in the Code.

We strongly belicve that Comeast’s commitment to growth can best be accompliched in
sn environment in which we all maintain ths highest standards of integrity. In this way
all Comuasters can continue 1o share in the pride vf wurking for 2 compary that strives to
zchieve bulli the best in business results and business condact,

Brian L. Roberts ’
President and Chicf Exceutive Officer

Stephen B, Burke
Exccutive Vice President and Chicf Oporating Officer,
and President, Cable Divisian

Arthur R. Block
Semior Vice President, Gensral Counsel and Secretary
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BRIEF SUMMARY

The following is a brief summary of cermin of the mure sigujficant provisions
of the Code. Capitalized terms used in this swinmary are dafined in the main
body of the Code. Reading the summary Is not » substitute for reading the
enafire Code.

1.

[

2004R

This Code applies to employees, officers and directors of Camcast and its
subsidiaries. Compliance with the Code i5 # conditive of continued
wmployment with, or service io, the Commeany.

Violations or potential violations of the Code, and questions of itx
interpretation, should be dlsclosed to & Senior AR Professivuel, a Seniox
Attornoy or the Chairroan of the Andit Committee of the Board of
Directors, provided that matters relating 1o accounting, intema! cuntrol vt
anditing mattcrs should be disclosed 10 a Senior IAD Professionsl, a
Qemior Attorney of the Chairruan of the Audit CommiTee.

Employees, officers and directors must 1ot permit their personal inferests
to comflict, or appoar to conflict, ths business interests of the Campany.
Supervisors generally do not have athority to approve potential conflict

* of inforest activitics. Section IX.A. contzina & Hst of exarnples of activities

that may present s conflict situation.

Generally, a business courtesy (i.&-, 8 gift or other item of valuc for which
\narket velue is not paid by the recipient) may be offered or accepted
svithout prior approvel only if its market vaine (logether with the market
valug of any othor business courtesy offered to the same customer or
received from the same supplier in the same calendar year), does not
caveed §250. Business courtosics that equal or exceed $250 in value must
‘be approved hy 2 Senior HR Representative, 8 Senjor Attorney, the
Execulive Vice President or the Prosident of the employee's buciness unit-
Section X B. contains & list of acceptable business courtesies and Section
X.C. conlains a list of presumptively unacceptable business courtesies.

Special cre must bs laken in connection with offeting business courtesies
to public officials (se Sectinn ¥ .D.) and making political contributions
(se¢ Seclivn XLA).

All non-public informatiuu concerhing the Company is Company
property. No one in possession of any material intormation relaiing 1o the
Company may lruls ic Comeast’s securitics or disclose that information to
agother PErson.

Employees, officers and directors are expected to be fmiliar and comply
with ull lews, rules and regulations that apply to the Comapany, including
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the anrinust lews and laws relaling W nup-disciimination, cgual
opportunity and non-harassment.

8. The Company's books and records must fairty and accurately reflect its
financial condition and resuits of operations.

9. The language of a contract should scouraicly reflect the substunce of the
arzanpements to which fhe parties have agreed.

CENERAL PRINCIPLES

A busincss enterprise is usually thonght of in economic terms, but it is also an
instiration of people. As such, a business has ethical as well a9 economic
respansibilities, It must understand and conform 1o law, custom (if within the
1aw) and human values. There is no conflict betweea attention to profit end
attcrtion fa othics. The Company will prosper most in an environment that is
ethically sound.

Corneast Corporation (*Comcast”) is providing this Code of Ethics and Business
Condnet (the “Code™) in order to provide guldelinec with recpect to the conduct of
employees, officers and directors as representatives of Comoast. The foundation
of the Code consists of the following important standards of business and personal
conduct: () honesty and integrity in the Company's business activides; (i)
contpliance with applicable lnws, riles and regulntions; (iii) aveiding conflicts
hetween personal interests and the Compeny’s busiDess interesis, and the
appearance of such conflicts; (i) maintaining the Company’s reputadon and
avoiding activities which might reflect agversely on the Compeny;, and (v}
maintsining the iutegrity of the Compeuy's asacts, Thess clemeants are the key
ingredients in establishing and maintamning trust, which is the commerswone of any
business serving the public.

SCOFE

This Code applics to cruployees, officars and dircetors of Comeast and its
sohsidiaries. 1Jse of the term “the Cornpany” m this Code is intended to include
referenee 10 all of these cotitics and their respcctivo business unts.

COMPLIANCE AND ENFORCEMENT

All employees, officers aid directors of the Company arc required to comply with
the provisions of this Code.

Vielations af the Code can have serious conseguences for both the employee,
officer or direutos, and fhe Company, Compliance with this Code is a condition
of continued emplnyment with, or service to, the Copany.
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Violation of tha Cade constitutes grounds for disciplinary action, up lo and
{nciuding Termination of employweut of servics, and legal action, s appropriate.

Disciplinary action may be taken againat any of the following persons:

1. Any employcc or officer who violates this Code or epplicable laws,
rules or regulations, or who direets nfhers w do 20. .

2 Any cmployse or officer who deliberately withholds relevant information,
or knowingly provides false information, conceming a patential violation
oF this Code or appliceble jaws, rules or regulations.

3 The violator’s supervisor, to the extent that the circumstances afa
violstion reflect the stpervisor’s disregard for this Code or applicable
lews, tules or regulations.

4, Any employee or officer wha retaliates, directly or indirectly, agains:
another employee for reporiing a potential violwdon of this Cods or
applicable Laws, rules or regulations, or for assisting in an investigation
of & potential vislation.

Annually, g5 8 comdition of continned cmployment, cach cmployee, officer snd
director will be required o sign o written acknowledgement that he or she has
veceived und is in compliance with the Code.

Comicust's Gencral Counsel (the “Genern] Counsel”) will have primary
authority and respensibility for enforcement of the Code, stbject to the
supervision of the Governance and Directoms Nouhisiing Committee (the
“Governance aud Directors Nominating Committes™) of Comenst's Board
of Dircotors (the *Board of Directors’) ar, in the case of aceonntng, internal
control or auditing matters, the Audit Cammittes (the “Audit Commiuec")
of the Board of Direciors.

REPORTING OF VIQILATIONS OR PUTENTIAL VIOLATIONS

Othier than in the cases spocifiod below, violations, as well 85 concerns or
questions sbout potentinl violatians, of this Code or applicable laws, rules or
reguiations should be promptly reported to uay ult {i) the senior-most Humen
Resuurvos Department professional in the employee’s business umit (the “Senior
HR Professional); (i) a Viee Presidant or higher-level atiomey in the Law
Department of the employee’s business unit, of the Genoral Counscl (cuch, 2
“Senior Amomney™); or (iii) tic Chainnan of the Audit Committes (by sending
an cmail to; oudit _commitree_ chairman@comcast.com).

Violations, as well as nuy concems or guestions about potential violations,

ad



relating to accounting, interns) coutsol or avditing matters, should be promptly
reported to any of : (i) a Dizector or higher-level member of Comeast® § lnternal
Audit Department (2 “'Senior IAD Prulisslonal); (ii) a Senior Atornoy; of (i)
the Chzirman of the Audit Committee See Section XV for additional rzporting
obligations of Financial Professioials.

Employees vith access to TeamComeast showid click here for a cutrent listof
contac! information for Senior HR Professionals, Senior Attarneys and Senicr
IAD Professionals. Cnker employees should contuct a Senior JIR Professional in
their bugingss wnit for this information.

Any violatioms, as well ag concemns or questions abont poteatial violations, by any
of the following persons should be reported prumpily to the General Counsel or
the Chairmen of the Audit Committee: (i) Comcast’s principel executive officer,
principat finencial officer or officers, or principal accountiny vilices (i) any
other Comcast officer who is u reporting person under Section 16 of the Securities
and Exchange Act of 1934; or (iii) any other Comeust offiver who is a “named
executive officer’ in the current Comeast proxy statement. The officers referred
to in (i) - (iil) above are referred 10 in this Code as “Execulive Officers.”

Any violations, as well as concerns ot questions abont potential vivlutions, Ly

the General Counsel should be reporied promptly to Comeast’s Execntive Vice
President with supervisery responsibility for the Genesal Cotmsel (the “Executive
Vico Dresident™), or Comoast's Chief Executive Officer (the “Chief Executive
Officer™).

Axny violations, as well as CONCErns o questions about potential violetions, by any
direotor should be roported promptly to the General Countal ot the Executive
Vice President.

Employees may instead report violations or potemtial violations on an anguymons
bests, Employccs may muke such reports by calling the Business Integrity Line, @
24-hour per day, 7-day per week, toll-free phone line. Calls will be received by
an experienccd third-party vendor, categorizad by type of incident and timely
reported to eppropriate Compamy perconmnel for evaluation and handling ou an
anonymous basis, Employees with access to TeamComcast should click here for
mara information on the Business integrity Line, Other employees should coniacl
« Senior IIR Professional i their business unit for this information.

All commmnications from employccs, officers or directors au maxters pertaining
tn the Clade will be maintained by the Company in the strictest confidzance
prmitted by law. Any employee, officer or director reporting in good faith an
actnal or snspected violation of the Code will not be retalisted agamst by or
(eseive discriminatory treatmont from the Corapany. No employee, officer or
director can be discharged, demoted. suspended, threatened or'harassed as a result
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ofhis of her making, ot assisting in the handling of, & good faith compluint wrder
the Code.

DISCLOSURE; QUESTIONS OF INTERPRETATION AND
APPLICATION; WAIVERS

No eraployes, officer ar director should have the burden, or teke the
respousibility, of deciding on hia oz her own whether or how the Code applies

to the perticular circumstances in which he or she or enother employee, officer ur
director may be involved. The key requircment of the Coda in this regard is
divrdnsure — each employee, officer and director’s duty under the Code is 10
disclose clroumstances or situations which may constitute or pive rise ©©
vinlutions, or which require an approvel, to an employee.or other person or
pensons with authority to meko {or obtain} the nesded decision (as described o
the follawing paragraphs). Feilure to appropriately disclose circumstances which
may constituls viviations of +he Cods is ityelf a violation of the Code.

The Compesty fecognizos that there are many instances in which judgment must
be applied in intempreting and applying the Code to specific and varying facts snd
circumstapces. Appupriatc and consistent intorpretation and application ofthe
Code is essential to its proper and falr application. "L'o promote thds objective
(except as set fucth in the following paragraphs or os specified elsewhere in the
Code, required disclorures), requests for spprovels and questions regarding
interpretarion and upplivation, should in all instancos be addressed to 2 Senior HR
Profestionsl (except us to items ralating 10 accounting, intemal conirol or audiing
marers), a Senior [AD Profisssional (as fo items relating to poconnting, infexrnal
control or anditing matters) or & Senior Attorney. He or she will, if necessary,
refer the disclosure, request ur guestion to appropriate highor-level cmployzes.

Employees are encouraged to vonsult with and involve thetr immediate and/or
higher lovel supervisor, But supervisors do ngt have authority to make
interpretations or determing the applicution of, or gramt approvals ar waivers
undar, tha Code (except as provided in Sertion XA

Rxecutive Officers and directors must disclose circurnstances woich may
constitute or give rise 1o a violation uf the Code to the General Counscl, the
Executive Vice President or the Chairmsn of the Audit Committee.

Questions regarding interpretation ot applicatinn of the Code as it may apply o an
Executive Officer or a director can only be addressed by the Goneral Counscl, the
Exceutive Vice President, the Governancs and Directors Nominating Commitiee,
the Audit Commiues or the Board af Dirvoturs.

Waivers in respect of a matexial depurture from the Code meay be gramted only

weith the approvel of the Genexal Counsel nnder apprapriate circumstances,
provided that no walver wili be granled to an Executive Ofbcer or @ director,

5
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other than by the Board of Direciors. Any walver granted to an Bxecutive Officer
or a director will be disclosed 1o the public if required by, and in acoordance with.
applicable legal requiremerts.

PROTECTION AND PROPER USE OF COMPANY ASSETS

Protecting the Compeny's assets ggainst loss, thefl ur other misuse is the
responsibility of every employee, officer and director. Loss, theft and misuse

of the Company”s 8s6ts direcily impacts profilsbility. Auy suspected Joss, theft
or other misuse ehould be reported as Sescobed in Section V.

The purposc of the Comp any's equipznent, vehicles, supplies and other
assets is for use in the conduct of it business, consisienl with spplicable laws,
rulcs, regulations and pelicies.

Persopal uso of Company assets is permitted whes required or appropriste tnder
Company polcy. o in appropriate circumstances when approved in wdvaucs bya
Scnior HR Professionsl or o Senior Attorney.

Goods, servicos ot benefita received as a pat of a barter or trade arrangement
are the property of the Company and shonid be used for the benefit of the
Company.

DUTY OF LOYALTY

Employees, officcrs and directors have a duty of loyalty to the Company- This
dty means that employees, officers and directors are prohibited frogs: (@) eking
ot Lisnsclf or horself busincss opportunities that are within the scope of the
Company’s activities ot plammed activitics; (i) using the Company’s PrOpELty or
information, or his or ber pasition, for personal gain; or (ix) competing with the
Company. Competing with the Company may mvolve cngeging in the same lins
of business as the Company, or any othor situation where the cmployee, oficer
or director it invaived in an activify that takes away from The Company’s
uppulunities for sales or purchascs of prodncts, services or interests,

T addition, every employee is expected fo dovote his or her best efforts to the
Compeny's interests dnring his or hours of employment.

CONFLICTS OF INTFREST POLICY
A, GENERAL
The primary principle underlying the Company’s Contlicts of Interest policy is

that employws, oflicers and directors must not permit theix personal interests
s conflict, ot appear to canflict, with fhe business intetests of the Company.
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A conflict of imerest may exist whea casployees, officcrs and directors are
involved in activities for personal gain, whetber measured i umgible or
intangible benefits, that might interfere or appear to inte fere with the

objective performance of their duties and responsibilities. Thir inchudes

any activities thar have the poteatial to uffect wa caiployes, officer oz director’s
objectivity in the performance of his oz her dhrties, a8 well as activities that eould
reflect negatively on the reputation of the Company:.

Since po code of conduct can spell out the spproprisie reypuuss for svery
situation which may arise, this policy relies on every emplovee, officer
and director’s continuing sensitivity to potential conflicts and prompl disclosue.

‘Lhe list below contains some of the ypes of activities that may releut iy

ive way on an employes, officer or dirsctor’s injegriry or at least raise 2
guestion concerning his or het ability to discharge his or her duties in an unbiased
magmer, Therefors, prior to engaging in any of these activities, disclosure is
required so thet an appropriate judgment can be made as whether the activiiy is
permitied or prohibited under the specific facts and eircumstatices.

Employees are encouraged to consult with and involve thoir iromediate and/or
higher level supervisor. bil supervisors do not have authority to approve these
activities [except as provided in Section XA).

1. Deing cmployed by, acting 23 an officer, director or advisor of; or
otherwise participating in, the business of & supplier, sustomer or
compctitor.

2. Conducting, approving or supcrviaing business on bebalf of the
Company with a company in which the employee, officer or
director, or & rclative, has en employment, ownership or other
financial interest.

W

Offering or accepting business courtesies from 8 current of potential
supplicr, customer or competitor, in violgtion of Section X,

4. Suliciting charitabic contributions in viclation of Section IX.D.

5. Mzking paynicnt in any form, directly or indirectly, to or for anyone
for the purpase of obtaining or reteining business or obtainiog any
gthee Savorable action or terms.

6. Purlivipating in outsidc activitics which would, o could reasonably
e expected 10, lead to the disclosure of confidential Company
jnfunuation ot interfere with the employces, officer ar director's
emplayment or service obligation to the Compeny.
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7. Using one’s position with the Cupany ar knowledge of its
affnirs, or using the Company nams or other assets, for personal
2ain.

8. Engeging in perscnal activitics or intereats while on Compeny time
ot using Company resaurces or assets (nther than participation In
civie, charitable or professional organizations with prior approval,
ay set forth in Section IX.D).

9. (rwning stock or anry other interest (cither directly or indirectly)
in a supplier, customer ur curupetitor; provided that owbership
in o publicly traded company i permiited if the interest constitutes
less than one percent of the class of security owned and the
employee, officer or director performs no business funuivx,
provides no advice and bas no ability 1o inflnence the policies
or aciivities of the compsny. Disclosure is alao required in
circumstances where a relarive of sn cmployee, officer or direcior
owns such an interest in a supplicr, customer or competitor.

10.  Engaging n any other outeide activity that influences or appears
to infipence the objective douisiony 1equired of cmployses,
officers or directars in the performance of their duties.

11.  Directly managing or supervising a relutive euployed by the
Compeny. For more information on this subject, Comeast
Corporate and Cable Division employess should refet 1o the
Comeast Employee Handbook section titled “Employment of
Rclatives."”

B. OFFERS O SECURITIES

Soliciting or acoepting any offer to acquire any securities (or any interest in

any securities) of any campany, if zither the person or entity making the
opportanity gvailable on behalf uf lhe cumpauy (such as an investment

banker), or the company in which the interest would bs acquired, hss 3 current
or potential fature business relationship with the Company of any kind
(inclnding as a supplier of goods Or sevices, 2 compeny with which the Company
may conduet a technology tral or a esmpeny in which the Company may make
an investment), must be spproved by the Genzral Connsel (whether or not the
otter was unsolicited and whather or not the securities are paid for at narket
price). The General Counsel will favorably consider a reguest in circumstances
where the offar does not relate to the secunties of a supplier, customer or
competitor and is made by a regular stockbroker of the employes, officer or
director, based on his or her personel relationship with the stackbrokex, provided
it ia clenr thot the offer is not mede on account of his or her position with the
Company, and there is no expectaticn that the stockbroker or company will



LO4VE

receive something in retom from the cxmpluyee, vificer or direetor in his or her
businpss cepacity.

C. EMPLOYMENT AND SERVICE WITH OTHFR COMPANIES

Subject to the limirations provided in Section DL A, an employee (whether full-
time or part-time) may become an employee of another vompany, provided the
other cmployraent does not interfere with bis or her ability to perform duties for
the Company. Comgast Corporate and Cable Divixiun cinployees should also
roview the Comeast Employes Hendbook section titled “Outside Emplovment.”

No emplayce may bocome an officer, director or advisor of & for-pmfit company
without first obtaining approval of his or her supervisur znd & Senjor Attorney.

Securities, cash or other commpensation offered to an employee or olfver who,
on behalf or for the benefit of the Corapany, serves as & officer, diTectox or
advisar of a company, may not be accepted without approval by the Geuesal
Counsel (who will determine whether the compensation is sppropriately

the property of the Comp any)

D. SERVICE WITH CIY1LC, CHARITABLE AND PROFESSIONAL
ORGANIZATIONS; CHARITABLE CONTRIBUTIONS

The Cotnpalry ciconrages anployees, officers and directors to participate in
civic, charitable snd profeasional activities. Participation in & civic, chariwsblc
or professional organization on on amployea’s, officer’s or director’s ovm time
does not require any prior approval, unjess such participazion might present &
conflici of (e appearance of a conilict of intetest, Participation in these activities
while on Company time or using Company £8sources or gsscts may bein the
business interests of the Company in appropriats circurnstances, and in such
circumstsoees is perrmitted with the prior spproval of a Senior HR Professionsl.
Bxpenses incurrad by an cmployee associntcd with civio, charitable or
professional activities which are directly related to the employee, officer or
dlrector's ruspousibilitics or the Compeny's business and which are approved
by his or her soperviror and 2 Senior HR Professional will be reimbursed in
accordance with the Company’s business expensc reimbursement policy.

Solictting churiblk vonteibutions from a curent or potential supplier or other
company in the Company’ neme or by uising one’s position requires the prior
approval of & Senior HR Professional, the Gencral Counsel or the Executive Vice
President.
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E. REVIEW AND APPROVAL OF CERTAIN RELATED PARTY
TRANSACTIONS

Securities and Exchange Commission (“SEC”) rules require that disclosure be
made in Comeast's proxy statement of certuin usnsactions between the Company
end certain persons (“Related Parties”) having specified relationships (“Related
Party Tragsactions™) with the Company. The rules uf the Nasdag Stock Market,
Ino., to which Comeast is subject, require that Comcast review and appmve
Kelated Party Transactions an an ongoing basis fur putentinl conflict of interest
situstions.

A “Related Party” refers to: () any Executive Officer; (ii) any Comcast dverfor
or nominee for director; (iii) any security holder who i8 knowat 0 vwa (of record
or beneficially) more than 5% of any class of Comeast’s voting secnrities; ar (iv)
the spouse, parent. child, sibling, mother or father-in-law, son or Quughter-in-lew,
or brother or sister-in-low of any af the foregoing. A ‘Related Party Transaction”
refers 10 any transaction or series of similar transactions in which the Comupany is
to bo a party, in which tbe amoumt involved exceeds $60,000, and in which 4
Related Party will have a direct or indirect material interest.

Under this policy, a Kelated Party must disclose to the Audit Committer, the
Govemance and Directors Nominuting Committee or the Board of Directors the
material facts relating to, and his or her interest in, any proposed Related Party
Transaction. Tollowing disclosure, the Coxmitiee or Board, a¢ the case may be,
will decide if a conflict of interest exists and whether the Company should
nonetheloss enter into the ranssotion. The Commrittee may refer the matrer to
the Board.

The Related Party Transaction will be penmited if the Comminee or Board, by
majority vote of its disintorestod members, determines that, notwithstanding that 2
conflict of interest may exist, the transaction is in the best interests of the
Cumpasy (taking jnto accotmt the ‘boocfits to be received by the Compamy on the
one hand and the Related Party on the other hand), and s fair and reasonable
under the circumstances (including whether the Company can obtain such benefits
with rearonable efforts from a persen or entity in circumstances that would not
give rise o 2 conflict of interest).

OFFER OR ACCEPTANCE OF BUSINESS COURTESIES

A, GENERAL

Business decisions mede by Company cmployees, officers and directors
should be made solely on the basis of quality, service, price and other
competitive factors. The offer or eccoptenco of business courtesies can

create the appearance that business decisions are being influenced by
otlwa factors. Lmployees, officers and directors in a poeition to deal

10
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wilh persuns or companies with whom the Company maintains business
relationships must he particularly seasitive to the potential conflict of
tnrerest i the olfer or sesepiauce of business courtesics, The solicitation
of 8 business courtesy from a current or pntential supplier is discouragsd.

A business courtesy is a gift or other item of value for which market
valne {5 not paid by the resipicnt. It suay be rangible or tanigible aod
inclades, but is not limited to, cash, gift certificates or gift

cards, meals, beverages, enlortaimuent, participation in rocreational
activities or events, transportatian, ladging, discourts, tickets, passes or
other access to evenis, promotions iturns, wad the cocipient’s use of the
donor's time, equipmert or feeilities.

Employees, officers and directors are pro)ibited from nffering or accepting

a subsiangial business courtesy unless the offer or ucceptunce hus been
approved by a Sanior HR Professional, a Senior Attorney, the Frecutive

Vice President or the President of the employee's business unit (for eavanple,

a Dhvision President in Comeast’s Cable Division). Emplnyees with acress io
Team Comeast, can ctick here for a current lisi af consact information for these
authorized approvers.

A businoss courtssy is substantial if: (1) it has a market value in excess af 8250
or (@) its market value, weesher with the market vaine of any orher business
courfesies offored 1o the samo customer or recsived  frons the same supplier, in
tke same calendar year, exceeds $250.

In the case of offers or acceptances of substantia]l business courtesies by
an Exocoutive Officer or director, appraval is required by the General
Counsel, the Executive Vice Presiden, the Governance and Directors
Nominating Committee, the Audit Committee or the Board of Directors.

Subject to the restrictions in the following paragraph, a business courtesy may
be affered or accepted without prior approval, if its marker value, logether with
the narket value of arny other busircss cowrtesias offered to the same cusiomer or
accepted from the same supplier, in the same calendar year, does nox exceed
8250,

Dusinces courtesics of any emount in cash or cash equivalent, or other monetary
instrument, should never be offered or accepted. Business courtesics should also
never be offered or acocpted: (3) if there in no boma fide business purpose; (1)
where the donor’s purpose is 1o motivate the recipient to take an action (or omit ©
take an action) that would be a violstion of law, rule or regulation or the
recipient’s policies; or (iii) where public disclosure would be embarrassing to the
donor or the recipicnt.

It is a violation of this policy to do indirectly what is prohibited directly

11
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(c.g., to arrange to have 2 gift padétoa family member or fricnd).

B.

ACCEPTABLE BUSINESS COURTESIES

Subject to the linzitations provided in Section X, the following are accepteble
activities: ,

1.

7

C

Offering husinese conrtesies with a market value that does not exceed
$250 in the aggregate in amy one calendar year to any one current or
potential customer or ofher person.

i

Accepting business courtesies with 2 market valne that dnes not
exveed $250 iu the apgregate in any one celendar year from any oue
current or potential suppliec.

Accepting eustomary advertising novelties, articles of

appare] bearing the oeror's numy und oiber similar irens of
nominal valae. i

Accepting invitations to supplier-sponsared entertainment and'or
commemotative award meals, 10 be sitznded by cmployves of
other cornpanies, unless the supplier is paying for any of the
associated travel and/or lodging expeunses.

Accepting invitations 10 cvrf;nts sponsored by civic, charitable
and professional orgamizations.

Accepting fTee or dimunrefd cable or high speed internet service
from another company with which the Company has a reciprocal
arrangement. : .

t
Agcepting a discount or othler special offer from & supplier or potential
supplier which is made availsble to employees generally.

PRESUMPTIVELY UNACCEFTABLE BUSINESS COURTESIES

‘I'he following are unecceptable activities in most circumstances:

1,

Soliciting buziness courtesies from a current or potentiat supplier in
situations where that supplier (ot its competitors) might feel obligated
to provide the courtesy (or other business courtesy) to maintain or 1o
cnbance its chanee of obtaihing Company business.

Soliciting offers by current :or potential euppliers to provide fully or
partially paid trips, whether for buginess or personal nse.

12
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D. BUSINESS COURTESIES OFFERED TO PUBLIC OFFICIALS

It is in the public’s and thc Company”s best intcrests to avoid any ection which
could give the sppearance that & public official’s judgment or integnly may
have becn compromised. Therofore, cxocpt 83 specificd below, it ts ageinst
Company policy to purchase meels, ‘entertainment or gifis for public officials,
incinding most fmportantly those whose dutics encompess thc oversight or
regulation of the Company. In addifion, providing free or discounted goods or
scrvices to public officials is discouraged.

The following items mey be offered, provided the offer is made for a business
purpnse, the item is customary in type and amount and the offer (and its
acceptance) are permittcd under spplicable law and ¢thical rules:

1. Promwiional items of nominal value,

2. Tivkels to events sponsored”ipy the Company or a trade or Givic
assnedatiom of which it is a member, which are in a Company
fucibily, ur whith ure lucaiediin @ Company suite, box or ather
sests. .

3. Meals or entertainment having 2 market value thst daes not
exceed $250 in the aggregats, io any ene public officiul in auy
one calendar year,

4. Beverages and food consumed on the Company's premises in
eonnection with the conduct:of the officiul’s dutiss.

Specific guidance on current legal réquirements rogunding courlasics Lo
government officials is available from Comcast’s External Affairs
Department. '

POLITICAL CONTRIBUTIONS:
A GENERAL

Employees, officers snd directors are permitted and encouzaged o

participate in federal, state and locak political activities in compliance with
applicable iaw aud this Code. Employees who work in ar supervise their
business uni€’s publiv affairs or govenment affxirs department may mske or
solivit polirical contribntions on behalf of the Company or in the Campany‘s
name, or use Company facilitie for'political parties or candidates, in
accordance with Company policy and this Code, All other employees, officers,
direotors and agenis are not authorized fo make or solicit political contributions
on behalf of the Company or in the Company’s neme, or use Company fucitilics
for political parties or candidates, without prior approval of the General Counsel

13



or the Executive Vice Presideunt.
B. FEDERAL ELECTIONS .,

Federal law prohibits a corporation from making any contribution to any
candidete for feders] offise. This prohibition includes dirvect and indirect
payments, regandioss of whetlier they aro giveu in cash, goods, setvices o
by allowing a candidate to use the corporation’s facilities or equipment.
Thercfure, with respoct W foderal vindidales, the Compauy may aot maks
any contribution ot expenditure of any nature and the Company may nol
reimburse an emplayee, officer or direcior for uny goniyibution or
expenditore. .

This does not prohibit the porchase by candidates or campaign crnruifteas
of polirical advertisements on the Compeny"s cable systemus of cable
networks, nor appearances by cxmdidates for public office on the Company’s
cable nerworks or programs originated by the Compuny's cdble gyslems. It
also does not prehibit contributicus by Company-sponsored Political Action
Conmitlees w candidates for fedecal office, nor Company payment oithe
expemses of Company-sponsored Political Action Committees.

C. STATE AND LOCAL ELECTIONS

Polirical contributione to candidatesi for state or local office may be
permissible under stete or local law: Specific guidance on curent legal
requircments Tegarding contributions to governmental officials st the
state or local level should be obtained from the Comcast Cable Division's
Public Affaire Dopartment. ’

D. INDIVIDUAL CONTRIBUTIONS

Tho reatrictions in this Section XI apply solely to the use of Company
assets and are not intended to discourage of prevent individusals from
engaging in political activities, or making palitical contributions, on
their own time and at thair own cxpense as private citizens. Employees,
officers and directors must take carg in all cases to aveid giving the
appearance that they are acting or spezking on the Company’s behalf.
Sinco watk time can be considared & sontribution under applicable law,
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no cmployes mey weork for any candidato during hours for which he or
she is bemg paid by the Company. :

CONFIDENTIAL ]NFORMATICN
Al GENERAL

An employee, officer or director miay leam or have access 10 non-public
irfonnation concerning the Compaty’s affairs or may be entrusted with
confidential information conceming customers or other employees, officers or
direstars while parforming his or her duties. That trust, zud potentally criniinal
and other laws, sre vinlated when confidential information ir disclosed. Tt is
every employee, officer and director’s responsibility to safcgnard and prescrve the
confidentiglity of all Company information which is acquired as a result of his ot
lior suployment of service with he Company. The following gencral principles
spply in gniding behavior in thig area, Comeast Corporate and Clahle Divisian
ceoployves should also review the Comcast Employee Handbook section titled
“Canfldentislity.” :

Al non-public information conceming the Company, its businesses and
employces, officars und dirvelons i3 e property of s Curupuny wied dus virs
arust be taken to safeguard its confidesitiality. Special care must be raken in
everyday matters such as protecting against wmauthorized entry to Compiany work
areas, not leaving pspers in conference rooms or other open weork zreas, not
leaving notes on blackboards ot whiitebazrds in conference roums or offices, oot
sharing passwords or cardkeys, and using cantion in discussing Company
pustness in public places such as elevalors, trains and airplanes,

Employees with access © TesmComcas? shonld refes to the Records and
Toformation Management Poliey for requirements relating 1o the retention of
recards, inchiding electronic records such ms emedl. Other employees should refer
to {heir business umit’s records maznagement and informarion policy for this
informarion.

Communications on behalf of the Campany with the media, securities

malysts and investors may be msde only by specifically designated personmel.
For gnidance in this ares, employees should consult with the Comcast Investor
Relations Department or their bugitiess unit’s Public Relations Department.

Requests or demands for information by Tegulatory or governmental

agencies or under the authority of a subpoena, civil investigation demand
or other Jegal process should be referred to a Senior Attarney.
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All records, files and dotuments conteining coufidential infornmtion wwst be
rerumed to the Company when employment or service ends.

B. CONFIDENTIATITY OF PERSONAL AND MEDICAL
INFORMATION

Employess, oficers and direiors who work with or Teview personng] records are
entrortad with access 1o canfidential medical and other perzonal information
regarding employess, former and prospective cuployves, and (heir fumities. Any
information regarding the physical or mental condition, medical histoxy or
medival treatment of #n employee, former employee, prospective employee or
their farmilies constitutes confidential infarmation, which may only be disclosed
wrnder limited vircumstunces gs pemmitted by Law,

Questions concerning whether such information is confidental, how 1o handle &
request for disclosure of such information or the specific procedures that apply to
ussure the sccurity of such infonmation shiould be dirested 1o 8 Senior HR
Professional or a Senior Attorney.

C. TRADING ON “INSIDE” INFORMATION

No ope who is in possession of any materis] information relating to the
Company may tade, directly or ndirectly, in Comecast's securiiies, or

diselose such information to another person (whether or not such other parson
wades in the Company’s securities), until Comeast has made such information
generally available to the public. This applies to employees, officers, directors
and their families.

Informetion is material if an investor might cansider the informarion fo be
importsat in deciding whether to buy, scll or hold securities of Comeast.

Some of the matters which may be material are cash flow or carnings forecasts,
possible acquisitions, divestitures, joint ventures or mvestments, scquisition

or loss of a significant contract, dividend actions, important product or tectmology
developments, significant finansial devslopmeuts, mujot personnel changes.
govemment investigations, major fitigation developments and the status of
matedol lobor negotiations.

Similarly, these principles apply to material non-public information concerning
another company learmned in the course of employment or service with the
Company. If en caploycs, officcr or dircctor becomces aware of matcrial
information involving another company which has not been made public, he

or she may not trade bascd an such informatien, or disclose that mfommation to
others.

‘The consequences of buying or selling securitics while in possession of inside
jnfarmation or “tipping” others about such information can be severe. Tho
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potential penalties for such miscanduet ncluds imprisonment, disgorgement of
any profit, substantial fines and civil linbility. Similar penaities may be imposed
oq persons who knaw or recklessly disregerded that sn employee was engaged in
iusicer trading and fafled 1o take appropriate seps 10 prevent such violaton.

D. CUSTOMER RECORDS

As part of thelr dutles, employees, officers and directors may be granted access to
transactional, financial or other persanal information of our customers,

Customers impart this information far the purpose of obtaining a service and
expect that its confidentiality will be maintgined. Unless authorizod by 2 Senior
Atomey, customer Tecords should not be disclosed to other employees, officers
or directors of ths Company unless necessary for them to porform their dutics or
servios, or to amyone outside the Compemy. Customer records shonld be accorded
the samse level of confidentiality 0s any other confidential information,

E. CONFIDENTTAL INFORMATION OF OTIIERS

An omployso, officcr or dircctor may zlse come into possession of confidential
business information of enother company. Often this occurs with the permission
of the other compeny pursuant to the torms of & confidentiality, non-disclosure
or similar eercement; such information must be weated as required under the
tcrms of ary such agreement.

Bmployees, officers and dircctors may not accept, use or maintain confidential
information of others which the Company does not have the right to possess
(whether obtained inadvertently or through intentional disclusure by & person
(such as a former emplayee) who does nat have the legal right to make the
information available to the Company).

COMPLIANCE WITH LAWS
A GENERAL

The laws, rules and repulutions which apply 1o the Compuny's businesses are
numerens and camplex. Since compliance with the law ig vitally bmportant,

2 Senior Attorney should be wunsulicd whenever 2 yuestion arises or when tiere
is sny uncertainty concerming the applicability of the law’ to a particular sitnation,
Clyims of ignorance ar good intentions, or & failure t seek timely adviee, will not
be aecepted as excuses for vioktions.

B. THE ANTITRUST LAWS
While employees, officess and directors are expected to be famikiar with all laws

which have bearing oa their jub rspunsibilitios, laws wlith yre gimed at
preserving am npen and feir marketplase deserve special mention. The artitrust
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laws prohibit egreements ~ both explicit end implicit among competirors on
such matters as prices and the terms on which {or the retusal) to deal with
suppliers or customers, Additional guidance on this subject is contained in the
Comeast Antitrust Cornpliance Manual, available upon request from a Senior
Atiomey.

As a general matter, employees, officers and directors should be guided by the
following principles:

1. Tn paost circumstances, agreements or imderstendings with
competitors to limit ot restrict compelitioa with rospeet to such
IDELIETS 85 Service areas or prices are unlawful

2. Confracts or other arrangements which involve exclustvity
or other Testrictive agrocments with supplicrs may be unlawful.

3. The identity of the Company’s supplicts, the types of goods and
services purchased, and the prices and other terms of purchase
geaerally should not bo discussed with persons outside the Company.

Thess types of matters should not be discussed or enrered imto withoat the
approval of a Senicr Amomey.

C. INTELLECTUAT, PROPERTY LAWS

Intellectual property laws protect the rights of the Company and athers in owned
or licensed copyrights, pateuts, trademarks, trade secrels, and other Lypes of
intelectnal property. 1t is vitally impartant to the Compsny’s business interests
that all emxployescs understand and respect thess tights, butli (o protect s
Company’s assets that are entitled to protectinn under these laws, and to avoid
violeting the rights of others, Unzutherzed copying of vopyrighted works of
others (including eamputer rnftware, rousic, movies, pictures and graphics) is
prohibited by law and this policy. In cada W voswes thal (he Company circulates
materials from newspapers, magazines and websites with the sppropriate
peission, the Curmpewy is 8 livensee of Copyright Clearance Cemer, Inc.
("COC™), which gives it rights to copy the materials of CCC’s participating rights
holdess for internal busiucss purpuses. For a curent Hst of CCC’s rights holders,
pleare go tn the website wyrw. copyright com and select the "Search” option.
Then, select (he "Ammual Authorizations Service (AASY” option 1o search for
materials to cirendate as photocopies, or select the “Digital Repestory
Amendmen” vption W scarch for maerials o circulate clecuonically (for
axample, in e-mail). For questions copeeming intellecmal property laws,

please consult 2 Senjor Atlormey.
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D. PRIVACY LAWS

The Company holds customer privacy in the highest regord. As o cable
optraior, the Company Is subject 10 one of the strictest federal privacy 1aws
that applies to any industry. There are also state end local privacy laws that
may spply to our businesses. Unauthorzed eollection, disclosure, use or
retention of personally identifisble information about customers is prohibited
by law and this policy. The Compaay copmumicates its privacy policies fo
customers throngh annual notifications in ascordance with applicable law.
These notifications explain the Company’s privacy policies end practices and
provide information for customers fo imit or prohibit disclosurc of certain
pemsonally identifiable information. All employees should be aware of these
privacy policies, and should ensure that all agreements with snpplicrs require
them to abide by applicable privacy laws and Company privacy policies. For
questions conoerming privucy, please consult Comeast’s Chief Tdvacy Officcr.

E. NON-DISCRIMINATION, EQUAL OPTORTUNITY AND
NUN-HARASSMENT

The Company's policies, 28 well as federsl, statc and loczl laws, prohibit
diserimination based on roce, color, religion, national origin, age, gender, marital
statns, sexual preference or non-disqualifying physical ormental disebility. The
Company and its smployecs arc committed to establishing and mainlaiuiuy o
warkplace free of such discrimination. The Company ig fully committed to equal
employment opportunity for all amployees and applcants for cmploymen by
ensuring that there is no wnlawfil discrimination in recruitment, hiring,
terminstion, promoticn, compensation or any ofber conditiou vf cmpluyment or
career development.

The Company prohibits the harassment of any employee on the basis of race,
color, religion, natlonal arigin, age, gender, marital stali, sexusl preference oF
non-disqualifying physice] or mental dirahility. For the purposes of this policy,
harassment is defined 2s varbal or pliysical conduct whick alfevls an individual's
employment status, is used es g hasis for employment decisions, has the purpose
of mterfering with an employes’s jub porfummance or creates an inrimidating,
offensive or hastile work envimanment.

Comcast Comporate and Cable Division employees zhould refer 1o the Comcast

Enployes Hrudbuuk for additional inforwation on the topics of Equal
Enplavment priunity, Hargssment and Sexaal sment.

F. ENVIRONMENT, HEALTH AND SAFETY
The Cmpany is eomruitied to condueting its business m compliance with all

applicablc caviropmenal and workplace Liculth und sulely laws and regulatons.
The Coutpany strives tn provide 2 safe and healthy work environment and @
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avoid adverse impact and injury 1o the environment and to the commurties in
whicl il coducts business.

G. THE FOREIGN CORRUFT PRACTICES ACT

L is the Company's policy to dea] with the govemmexts of all foreign
jurisdictians in which it operates in acoordance with foreign lows and in en
vthivel manner. Brployees, officers and directors are not authorized to
muke any payment to & foreign government or foreiga officinl except in
accordance with applicable United States (inctuding the Foreign Corrupt
Practices Act) and foreign laws, and this Code.

Bmployees, officers and directors are prohibited from making my gifts of
money or anything else of value, 10 any foreign povernment. foreign official,
foreign political party or candidate for foreign political offico, for the purpese
of influencing any official acts or decisions,

Payments in nominal amounts 1o obtain or expedite the performmnce of
non-discretionary, routine governmental actions, such as obtaining Liccnses
1o qualify 1o do business in & foreign jurisdiction, mail delivery services,
phone services, power and water supply and Hke scrviccs, are permitted.

Employess, officers and dirsctors should consult with and cbtain the
approval of a Senior Attomey prior to making any payment i a

foreign government, forcign official, forcign political party or candidate
for foreigan political office.

QUALLTY OF BOOKS AND RECORDS, FINANCTAL STATEMENTS
AND PURBLIC DISCLOSURES

The Comptay has a responsibility to maintain its books aud revonls, prepare
its financial stetements and make public disclosures ahnnt the Campany’s
finoncia] condition end results of operations in accordance willi upplicable
laws and generally accepted accounting principles. The reparts and
documents filed by the Compasy with or submilted (v the SEC, and all other
public communications, will include full, accavate, timely and understaudable
disclosurc.

In kocping books and records and prepuring fnancial staternents and SEC and
other exiernal reparts and disclosures, all employees are required to follow the
following guidclines:

1. AJ1 books a2ud records must fairly aud accurately refiect, In reasonable

detgil, the trensactions or oconrrences to which they relate, and be
maintained in accordance with applicable law.

yAy
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All books and records must fzirly 'nnd accurately refiect, in ressonsble
detzil, the Company’s assels, liabi;litics, revenues and expenses.

[

3. The Company’s accounting books and records must Dot commajn any false
or intenticnally misleading entries.

4, No transactions should be intcnﬁo:nal]y misclassificd as to accounts,
departments or accounting penods,
13

5. All transactions must be mpponecfl. in reasonsble detail, by accurate and
appropriate documentation, ;

6. No information should be conccaled from intornal anditors or the
Company’s independent auditors. .

7. Hraplnyees must eamply with the Company’s system of internal
accounting controls.

8. All extenml roporls and disclosurés based on the Company's accounting
boales and records mnst he prepared in accordance with generally
sucepliad acconnting principles (FGAAE™), ot contain appropriate
reconciliations to GA AP with respect to non-GAAP iterns (s required
by SEC Regulation G). :

Fathires to comply with these guidelines ihut ure timely identified and
appropriately corrected within the Compeny s systam nf tnternal accounting
controls are not required to be disclosed ynder the Code if they du nut viherwie
mast the criteria for disclosure set forth in Saction XV.

ORLIGATIONS OF FINANCIAL PRI%)FESSIONALS
1

The Compuny's financial professionsls (“Fiaancial Professiopals’) hold an
tmportam role in assuring compliance with the guidelines s forth in Sevtiou -
KTV, in that they are uniquely capsble and empowered to ensure that the
Company’s nterests are appropriately ecorded and preserved. The Company's
Finanoial Profeszionals include all professional employees in the areas of
accounting, audit, finance, imvestor relzﬁ?ns, risk managemeny, tax and lreasuTy.

Lach Financial Professianal is required to promptly disclose (in the manneT set
forth in Section V) any information he orishe may have ar otherwise be aware of
conceming: (§) significant or material deficieacies or weaknesses in the design ot
operation of the Company’s internal contiols; (ii) any frand, whether or not
material; (i) any actual or gpparent conflict of imcrest tnvolving any employee
who has & sigmificant role in the Compamy's financial reporting, disclosures or
intemsl controls; or (iv) any other IANLTS which oould have a tnaerial adverss
effect on any of the Company'e bosiness mmits” ability 1o record, process,
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surmnmsrize and teport financial data.

Finaneial Professionals are also required to facilitate the work of the Corapany’s
indepesdoat suditors and will nat, direcdy or indirectly, take any action 10
frandulently influence, coerce, manipuiate or miglead the independent anditors.

XVI. CONTRACT STANDARDS POLICY

20348

The following principles epply to ensure that the Company acts appropriately in
irs contracting acrvities. All employees and officers frvolved in the nepotiation
and execution of contracts are required to comply with this polioy.

1.

(3]

Geners! Standard. The langusge of a contrast should accurately reflect the
substance of the arrangements to which the parties have agreed.

Tremsparency. The poal in drafting contracts shonid be to ensure that they
are written with sufficient clarity that employees, the Company’s
independent auditors and others reviewing the contracts can mmderstand
and assess the substance of the arrangemcnuts, including the aszets ot
services being provided or acqnired and the consideration therefor.

Consideration. It is not required that e contract state the consideration
puid for each scperatc good or service acquired (i.e., the consideration may
be stated in the ageregate and not be specifically allocated among the
goods or services asquircd). Howsver, consideration should not be statcd
in the aggregate if Company personnel know or should know that not
spocificatly allocating the consideration will assist the other pauty s
inappropriste purpose (such ag taking an inappropriate acconnting
pomiton).

Ia addition, if the contract docs include an allocation of wonsideralion,
Company personnel should not agree to an gilacation that they know or
should know to be marerially disproportionatc to the value a paty would,
on & bona fide business basis, place on the gnods nr services in question,
teking into account the parties’ difTeraut business positions, if any.
Particnlar scrutiny should he given when the perties’ interests in the.
allocation are not adverse (i.c., where an Increass of dovrouss noun
allocation that would he favarahle 1n one party would not be
propartionately unfavursble tu the vlher party).

Promotional and Other Services. Promotional and vilrer services should
nnt he inclnded in a contract if there is no expectation thst they will be
pruvided. Prumotional :nd other services of no or only pominal value
ghanld net he included in a contract, unless these are appropriate busmess
Teasons to 4o 50.
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s. Anthority 1o Bxecute Contracts. Only authorized officers arc permittsd to

execnte 2 contract of other legally binding document on behalf of the
Company. In cddition, anthorized officera e not pormitted to cxecute &8
contract or other document unless doing so: (i) is conststent with amy
applicable business unit policy on sigaing outherity levels or limits; and
(ii) has been approved under ey applic gble business tnit management
approval Tequirements. Prior 1o excouling e contrast or document, ap
employee is required to confirm (inciudmg by consulting with a Senior
Attamey) both that he or she is en mthorized officer for the catity in
question, and that the conditions specified in the prior sentence have
been met.

6. Questions. Questions rogarding this policy, and conduet that is n
violation of this policy, should be referred to Comeast’s Chief
Accounting Officer or the General Counsel (or thoir respoctive
designecs, if any).

7. Reporting. If any employee, officer or director hias reason o helieve thar
the other conitract party intends to-taks an inappropdate accoualivg
position or pursne any other inappropiriate pomnze, the ratter should be
promptly brought to the attcmtion of Comcast’s Chiel Accounting Olficex
or the Generel Counsel (ot their respective designees, if any).

IN-HOTISF. ATTORNRY PROFESSIONAL CONDUCT POLICY

A. PURPOSE

Pormant fn Seation 307 of the Sarbanes-Oxley Act of 2002, the SEC has
adopted Part 205 of 8 Cudy ul Federal Regulsivns (“Paxt-205"), which
impaores standands of professionet canduct for attorneys. The professional
responsibilities fmposed by Part 205 are in addition to the attomey’s
professional responsibilities under state ethics rules.

Conmpliance with Part 205 is required by law and is a serious matter of
professional responsibility for all arorneys employsd by the Compaty.

The following policy sets forth the responsibilities of in-house attorneys,
1o ensure compliance with Part 205,

B. OBLIGATIONS OF ATTORNEYS

All attomeys employed by the Company who work as lawyers are reguired
to conmply with this policy.

All atiorneys arc reguired to familiarize themselves with this policy and
Part 205.

23



2g04.vB

C. CLASSIFICATION OF ATTORNEYS

The ohligatians of attomneys vary depending on whether an attorney isa

g hordinare attorney.” The classification is matter-specific and may change
depending on the mztter on which the aitomey is warking. All attorneys should
be awere of their classificarion when workingon & matter in order to determine
their reporting obligations under this policy. :

Any attorney who works on & matier under the supervision or dircotion of another
in-house attorney (other than under the direct supsrvision or direction of the
General Counsel) is, for purposes of issucs arising in the coursc of that matier, 2
~subordinate atiorney.” Amy attorney, even 8 SKnior attorney who supervises or
directs others, may bo a subordinate attorey if he or shois supcrvised or directed
by another sttorney on a metter. A subordinate atiorney Tay have more than ons
supervising or directing sttomcy — ., 2 supcrvizory ariorney on a given matter
and that sttomey’s repular Supervisor.

Any attorney who works on a matter uader the direct supervision or direction of
the General Counscl is not a subordiniate attarney undor Part 205, For purposes ol
this policy such an attomey will have the same obligations as a supervising
aftorney.

D. OBLIGATIONS OF SUBORDINATE ATTORNEYS

H any subordinate attorney has reason o belicve that a possible nualaial vivlaion
of law by the Company or by any of its employees, afficers, diracints or agents
may have ocowred, may be ecowiring of way 1 ubwut W occur, then such
suhordinate gttormey ir required promptly fo natify the snpervising attorney on the
matker or his or ber regular supervisor, whoever has th most keowledge dboud the
matter. This repart nead not be written ot conform to sy particular format.

Msking this report fully satisfies a subordinzte artomey’s obligations under this
polivy xud under Part 205 (unless (hat somey is also a supervising altomey 26 0
the matter, in which case he or she will have the obligations of 2 supervising
aitorney as sex forth below). The subordinate anomey ts not required to await agy
responge: ar, if any response is given, 1o assess whether it is appropriate.

¥ for any resson the subordinate attorney feels unconrforteble reporting to the
supervising ettomey or, after reporting the matter to the supervising antomey, stll
has concems, the subordinate attomey should notify the Genzral Counsel.

B. OBLICATIONS OF SUPERVISING ATTORNEYS

If any supervising attorney has reason to believe that ¢ possible material violation

of law by the Company or by any of fis employees, officers, dircciors or agents
msy have occumred, may be ocenrring or may be about to ocour, then such
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supervising atlorney is required promptly to notify the General Counsel. Thie
report need not be wrinen or conforn 1o any particalar format.

The supervising attomey mnsi then awzit and assess the Company’s 1¢3punse to
the report, which will be related by the General Counsel, to determine whether the
response is “appropriate.” For a response to be “gppropriste,” the supervising
attorney must reasorsbly believe (based upon reliable factual representations and
reasonable legal determinations) thex

i No marcrial violation has occurred, is ongoing or is about to occwr; or

2. The Compeny has adopted appropriate measires 1o resnedy a past or
existing violation or to aveid a future violation; ar

3. The Company, with the consent of the Audit Comumniticc, has retaincd
and directed counsel to Teview the reported “material violation” and
cther:

(8)  has substantially implemestod any remedial rocornmendations
made by such counsel after a reasonable investigation and
evaluation of the reported vielation; ar

(b)  hes boon advised that such counsel may asscit a “colorable
defense’ n any investigation ar proceeding relared to the repa-ted
violation.

If thre supervisiog attorney dos 00t receive an “apptoprialy” respounst lo
the. repnrt within a reasnmahle time, the atterney i reqoired to repart snch
cvidence further “up the laddes” to the Chalonan of tie Aadit Counuitlee.

If (he supsrvising slomey reasanably believes thal it would be fulile to report to
the General Counsel, such attarney may instead maka the report directly to the
Chuinpeam of the Awdil Commilice.

If the attorney does nos believe he or she has received an “appropriate™ response
fom the General Counsel or the Chairman of the Andit Committee (es the cagse
mazy be), then the aliomey is required 0 explain his or ber reasons to the General
Counsel, the Chief Executive Officer-and the Audit Committee.

A supervising attarney is also Tequired to use reasonable efforts to ensure that the

subordinate arrorneys that ke or ghe supervises comply with this policy and Part
205,
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F. DETERMINING “MATEKIAL VIOLATION®

An ariomey who works for a subsidiary of Comeast should assess the mareriadty
of & possible violotion of law by reference to the finsncial condition, results of
operations, and prespects of'hus or ber business unit. If an attorney bas any
question about whether or ziot @ possible vielation of law is material, he or ehe
should discuss the matter with his or her supervising attoraey.

G. DOCUMENTATION OF REPORTS

Neither this policy nor Part 205 requires any report or response o be documented
or to be made in any particulir format.

H. PROHIBITION ON RETALIATION OR RETRIBUTION

The Company strictly forbids any retalistion, rowibution or other advecse action
againgt @n attornsy who makes a report required or permitted by this policy.

L USE OF BUSINESS INTEGRTTY LINE

Nothing in this policy shall, ar is intended to, restrict or limit an attomey’s use of
the Business Integrily Line for s anonymous reporting of violations (or poteatial
violations) of law, However, the nsa of tha Rusiness Ttegrity Lime does not
relieve un slwmey of his ur ber obligations under this policy (notwithstanding that
complisnce with this policy necaessarily means that the reporting attorney will not
be Anonymous).

26
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COMCAST EMPLOYEE HANDBOOK
AND

CODE OF ETHICSAND B USINESS CONDUCT
ACKNOWLEDGEMENT

By signing below, I aclmowledge that I have received instructions o how 1o tccess 8 COpY of
Compest's Eroployee Handbook and, ypecifically, the Gode of Ethice and Buginess Conduct. 1
endarsznd that it it pry resprmsinifity 10 read, revizw, kad prit e Employss Fizndbook vod
Codz of Bt snd Business Condaot from the Team Comcast Website:

: MMGMO!M!mmmawwpydﬁeWc
Tandboak and the Code of Behics o Rusiness Conduct by conlscticg Ehrmzm Resouress.

1 mndexstand that the Eenployee Handbook provides infamation conserping rmy emplnyment, 85
well o8 the duties, responsibilities, and ubligations of employment with Comest, meluéing, tut
nor Hmited 10 thoss responsibilities outlined in the Code of Bfiics srd Businzss Conduct.

I uodertand snd rgrse that it is my respansibility Yo read the Exployee Nandbook and,
spocifically, s Codo of Btbies asd Business Condnct, and to abide by the ules, pojicies, end
stemdards set forth in those documents. f undesstand that Ceracest sy change or revise the
Employes Handbook snd/or te Code of Ethics and Business Conduct ut any Bme in its solo
discretion wnd whioot ootice.

I upderstand tht the Rroployee Tizndbook and/or the Code of Biice and Business Coaduot 8o
mtmsﬁmmcxpmmrimpﬁedcoubdufemploymﬂﬁnndthatmydonmgnmc
employment for any specific period of Ume. 1 undeybiad that pry cmployment with Comrast is
ot wil and thst Camoastyuay end my employment af a0y oms, with or withaut cauzst: and with or
wtm nexice, and Lkewise, 1 may cad my araployment with Corncast al any time with or

wi natice.

1 undsrsiand that if thars is » differanse betweer what is stated in the Braployee Hendbook, the
Code of Ethics and Business Conduct, ar this Acknowlsigement, and amy epplicable poticies,
bencf; pion docameants, of other written and authorized agreements, incinding, bat oot 1gmived to
llsctive bargaining agressnents, then the applicable palicies, benefit plm dociments, and
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(comcast.

Comeast of Montgomery County Attendance Policy
Acknowledgement

Pleace ke  few minules and review this policy and sign below to noBfy Comeast that
you have read and fully understand this policy. If these Is any part of this policy thet is
not clear (o you, pheasu sprak to your superviser, manager or Human Resourees
Manager as soon BS possible for clarification,

L _%&!MQJ (print name), acknomedge
receipt and ing of the Comecast of Montgomery County. Inc. System Attendance

poley (reviaed 06-2001).

Ry signing this acknowdedgement, | agree to ablide by the provisions oltiined n e
policy. This policy is neither a promise of banefits nor' a guarantos of employment.
Corncast reserves the tight to amend os change this policy st any time,




UNITED STATES DISTRICT COURT
EASTERN DISTRICT OF VIRGINIA

ALEXANDRIA DIVISION
COMCAST OF POTOMAC, LLC, CIVIL ACTION NO.
Plaintiff, :
v.
MELODY KHALATBAR],
Defendant.

DECLARATION OF LISA ALTMAN
PURSUANT TO 28 U.S.C. §1746

1, Lisa Altman, declare under penalty of perjury, as follows:
1. I submit this declaration in support of the motion of Comcast of Potomac, LLC
(“Comcast™) in this matter for a temporary restraining order and a preliminary injunction.
Background
2. 1 base this declaration on personal knowledge and information.
3. 1 am the Regional Manager of Communications for the Comcast Washington,
D.C. metropolitan area.
4, I know Melody Khalatbari and worked with her when she was employed by
Comcast.
Resignation
5. On Monday morning, August 8, 2005, Melody resigned her position at Comcast
to accept a similar position with Verizon Communications (“Verizon™). Verizon is one of

Comcast’s principal competitors.

PHIL] 636133-1



6. I had no idea that Melody had interviewed with or planned to go to work at
Verizon until she gave notice that moming.

7. When I spoke to Melody that morning it was obvious to me that she had come in
over the weekend and cleaned out her office. Melody told me that she had been preparing to
leave for a while and that she had no “loose ends.”

Discovery of Misappropriation of
Confidential Information and Company Property

8. After Melody left I was assigned, along with others, responsibility for handling
her job duties on an interim basis. As part of this task [ was given access to Melody’s office
email account.

9. I accessed her former email account to obtain documents and information for
projects that required work.

10.  Late in the day on Tuesday, August 9, 2005, [ began to notice email messages
from Melody Khalatbari’s email account at work to her personal or home email account. Her

personal email account is melodybari@comcast.net.

11.  The messages were all in the delcted section of her work email box. Each email
contained numerous attachments. Melody had sent the emails to her personal email account
between July 29 and August 5, 2005.

12, I further investigated the deleted cmail messages and realized that the attachments
to the emails that Melody had sent to her personal email account were all Comcast company
records, including a number of sensitive, highly confidential documents and numerous types of

subscribers lists containing personally identifiable subscriber information.
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13.  The emails that I found including the following:'

o Friday, July 29, 2005, 10:38 am.: an email with one attachment
consisting of a 39 page, nationwide, alphabetical list of certain cable franchises identified by
Comecast as having some version of a “level playing field” clause.

. Friday, July 29, 2005, 3:43 p.m.: an email with attachment consisting of a
spreadsheet called “Final Programming List.”

. Monday, August 1, 2005, 1:15 p.m.: an email with one attachment
consisting of a draft of a letter to Montgomery County entitled “Channel Change.”

° Monday, August 1, 2005, 6:16 p.m.. an email with several attachments,
including agendas and contact lists for something called the “Comcast Advisory Group.”

. Monday, August 1, 2005, 7:32 p.m.. an email with seven attachments,
including highly proprietary contact and mailing lists. The attachments were entitled:

@) Addresses for CLE email.

(ii))  E-mails addresses 7-19-05.

(iii) A subscriber list entitled “Happy Customers.”

(iv)  Comcast of Montgomery Leadership Team Roster.
(v)  Service Interruption backup.

(vi)  Gaithersburg Compliance Report.

(vii) VIPs7-12-05.

. Monday, August 1, 2005, 7:33 p.m.. an email with six attachments,
including highly proprietary subscriber lists and contact lists for “VIPs.” The attachments were

entitled:

' Due 1o confidentiality and privacy concerns, the actual emails with all of the artachments will either be submitted
to the Court for in camera inspection and/or filed under seal pursuant to E.D. Va. R. 5. ¢

3
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(1) Additions to VIP list.doc.
(ii)  Delegation Homes.xls.
(ii1)  Outage 8.28.04.xls.

(iv)  Platinum subs 9.28.04.xls.
) VIP by Nodes.xls.

(vi)  VIP Subs 10.29.04.xIs.”

° Wednesday, August 3, 2005, 3:01 p.m.: an email with twenty-five Excel
and Word attachments. Key among those twenty-five are attachments titled: Correspondence
Log.doc, County Complaint updates.doc, Customer service provisions.doc, Overbuild
questions.doc, Quirky Franchise Requirements, Quirky Franchise Requirements 2, and Rate
Increase Chart.xls.

o Wednesday, August 3, 2005, 3:03 p.m.: an email with another twenty-
one attachments in Word and Adobe Acrobat format, all of which related to dealings with local
governmental officials.

° Wednesday, August 3, 2005, 3:05 p.m.: an email with fifteen more
attachments, all in Word format, consisting of various templates for letters, lists and meeting
outlines.

° Wednesday, August 3, 2005, 3:06 p.m.: an email with one letter from
November 2003 attached concerning Comcast’s response to Hurricane Isabel.

. Friday, August 5, 2005, 11:02 a.m.: an email containing the text of a letter

sent August 18, 2003.

* These attachments were mostly Excel spreadsheets. “Platinum” is a reference to Comcast’s 300-500 highest
paying customers in the area. “VIP" refers to a customer who may be an elected official, public figure or other
person of importance.
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14. I immediately reported what I had discovered to other Comcast managers locally,
regionally and at our Atlantic Division level.

I declare under penalty of perjury that the forgoing is true and correct.

August QZOOS %M (Z/ 767@/&

Lisa Altman
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